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Accessing the LAB environment and using the

Domain Creation Wizard
Lab 1

Obijectives

After completing this lab, you should be able to:

m  Access the remote lab network

= Use the Domain Setup Wizard to create a Virtual Connect (VC) domain
= Delete a default server profile

n  Delete the Networks

»  The SAN Fabrics will remain and be used in a later Lab

Introduction

In this lab, you will gain access to the Remote LAB equipment. Each POD consists of
a ¢7000 enclosure with FlexFabric modules in Bays 1 and 2, a pair of HPN 5820
LAN switches and shared access to both EVA and 3PAR SAN. Each POD has full

control over their dedicated c7000 and Virtual Connect Domain.

You will then use the Virtual Connect Manager (VCM) setup wizards to perform the
firsttime configuration of a VC domain. These wizards can also be used after a VC
domain has been created. The Domain Setup Wizard is the wizard you use during
this lab exercise. This wizard automatically invokes several other wizards for you,
including the Network Setup, Fibre Channel Setup, and Server Profile Setup wizards.

| Important
) When running the Domain Setup Wizard, make note of the MAC address,
World Wide Name (WWN), and server serial number ranges you configure.

During this lab you will also delete the server profile, Network and SAN Fabrics
created as this lab is intended to provide experience with lab access and the Domain
Creation Wizard.

In this lab environment, you will use HP predefined (software-assigned) values for
MAC addresses, WWN:s, and server serial numbers. The particular range you will
use is based on your student group number, which is referred to as your POD ID.

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-1
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Exercise 1 - Accessing the remote lab network

Student Access

Rev. 1.1

The lab environment is located in a remote data center and consists of 12 ¢7000
blade enclosures, FlexFabric and supporting LAN and SAN connectivity.

Rack 1 Rack 2 Dev Rack Rack 3 Rack 4

PO0S 21, 23 and 25 PODs 22, 24 and 25 Control and Sandios Rack PO 27, 29 and 31 POOs 28, 30 and 32

BladeSystem Training Lab Front View

Each POD is configured with a ¢7000 Blade enclosure, TWO FlexFabric modules
and TWO 5820 10Gb LAN switches configured in an IRF cluster. An EVA SAN is
connected through FlexFabric ports X1 and X2 to a Brocade SAN fabric and a 3PAR
storage array is directly connected to the FlexFabric Modules, port X3, for “FLAT
SAN" connectivity.

Lower ASS20 82

e Fom TLIEH
Toggert

Lvias

Multl-Enclesure Stacking
1 as fellows;
POD-21 to POD-22
POD-23 to POD-24
POD-25 to POD-26
POD-27 to POD-28

BladeSystem Tralning Lob 155 Enclosures- Rear Cabling

wor
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Accessing the LAB environment and using the Domain Creation Wizard

Student access is provided through two terminal servers (TS1 or TS2) using Remote
Desktop Services and a Windows login account assigned based on the POD ID. A
common password is used for all login accounts. <The instructor will provide the

password>.

There are two RDC servers implemented as Windows 2008 R2 virtual machines that
are Internet-visible. Two RDC servers are provided for use, TS1 and TS2.

e All odd numbered PODs will use TS1
e All even numbered PODs will use TS2

RDC Terminal Servers

Name External IP TCP Internal Default
Address Port IP Address Gateway

TS1.cinetworking.lab | 69.74.245.21 5001 172.20.200.14/16 172.20.0.1

TS2.cinetworking.lab | 69.74.245.21 5002 172.20.200.15/16 172.20.0.1

1. On the desktop of the LAB PC, open a Remote desktop Connect and enter the IP
address and port number of the Terminal Server assigned to you, based on POD

number.

Student logins are shown in the table below.

Remote Desktop Servers: Windows Login Accounts

POD ID User Name Password

21 CINETWORKING\pod-21 <instructor-defined>
22 CINETWORKING\pod-22 <instructor-defined>
23 CINETWORKING\pod-23 <instructor-defined>
24 CINETWORKING\pod-24 <instructor-defined>
25 CINETWORKING\pod-25 <instructor-defined>
26 CINETWORKING\pod-26 <instructor-defined>
27 CINETWORKING\pod-27 <instructor-defined>
28 CINETWORKING\pod-28 <instructor-defined>
29 CINETWORKING\pod-29 <instructor-defined>
30 CINETWORKING\pod-30 <instructor-defined>
31 CINETWORKING\pod-31 <instructor-defined>
32 CINETWORKING\pod-32 <instructor-defined>

Rev. 1.1

2. Once logged in, access the HP Onboard Administrator (OA) of your enclosure
by opening a web browser.

3. Specify the URL listed in the following table that corresponds to your assigned
student POD ID, verify you have the correct POD ID when launching the shortcut.

© Copyright 2013 Hewlett-Packard Development Company, L.P L1-3
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Note

The third octet of the IP address corresponds to your POD ID.

POD ID URL

21 https://172.20.21.100
22 https://172.20.22.100
23 https://172.20.23.100
24 https://172.20.24.100
25 https://172.20.25.100
26 https://172.20.26.100
27 https://172.20.27.100
28 https://172.20.28.100
29 https://172.20.29.100
30 https://172.20.30.100
31 https://172.20.31.100
32 https://172.20.32.100

4. Unless otherwise indicated by the instructor, enter the following user credentials
to log in to the Onboard Administrator of your enclosure. (Do NOT change this
or any password) and ensure only your enclosure is selected in the tab to the

left.

User Name: admin

Password: hpinvent

A

HP BladeSystem Onboard Administrator

ra L ] pona2 Dok Liked an POz-DAz
F a FL*I] PODZ (0K Pramsy an POD21.0A1

2012 Heror bt many, LP. Alrights
reserved, HE. e HP s, and e HPLogo are regiered ademarks of
Hew ett-Packard Development Company, L P

5. In the navigation pane, click the following links to examine the components
installed in your enclosure:

e Device Bays

¢ Interconnect Bays

© Copyright 2013 Hewlett-Packard Development Company, L.P L1-4



Accessing the LAB environment and using the Domain Creation Wizard

6. Access Virtual Connect Manager. In the navigation pane, click Virtual Connect
Manager.

7. Unless otherwise indicated by the instructor, enter the following user credentials
to log in.

User Name: Administrator

Password: <See table below, use the password for your
POD, Bay 1 module>

7

HP Virtual Connect Manager

Version 4.01

User Name: |Administrator

—

Sign-in help

Gepyright @ 2006-2013 Hew lett-Packard Development Company, LP. All rights
reserved. HP, the HP Plus, and the HP Logo are registered trademarks of
Hew lett-Packard Development Company, L.P.

Virtual Connect Manager: Factory-assigned Passwords

POD Module IP Address User Name Password
1 172.20.21.118 YZJRR92G

21 Administrator -
2 172.20.21.119 FQVJ9DMY
1 172.20.22.118 FQRZ39M6

22 Administrator -
2 172.20.22.119 YR8V60B8
1 172.20.23.118 X5WF98F8

23 Administrator -
2 172.20.23.119 FFKNR4WS
1 172.20.24.118 SWBYONFM

24 Administrator -
2 172.20.24.119 HKGSQ8FM
1 172.20.25.118 F69R6V4AK

25 Administrator -
2 172.20.25.119 XXMJRZP3
1 172.20.26.118 B605GJW4

26 Administrator -
2 172.20.26.119 XF5TZHCP
1 172.20.27.118 297TD48Z

27 Administrator -
2 172.20.27.119 KBP59QY9

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-5
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1 172.20.28.118 FGH3J0oVZ

28 Administrator -
2 172.20.28.119 YR690W9H
1 172.20.29.118 T7FDBM4Y

29 Administrator -
2 172.20.29.119 2JHQYDZ6
1 172.20.30.118 65SWO7XW

30 Administrator -
2 172.20.30.119 QQRZ0OC3K
1 172.20.31.118 J5NN2T4V

31 Administrator -
2 172.20.31.119 G2TZ8NQ7
1 172.20.32.118 7THZYKT2G

32 Administrator - @
2 172.20.32.119 Q69R4YMZ

8. If the following window displays, then no VC domain currently is configured for
your enclosure, proceed to Exercise 2.

[#]) HP Virtual Connect Manager

HP Virtual Connect Domain Setup Wizard

Configure the HP Yirual Connect Domain

Welcome to Domain Setup Wizard

Velcome
This wizard provides assistance in setup of the HP Yirtual Connect Manager. HP Virtual Connect
Enclosure Import/Recovery o
manages connectivity for HP BladeSystem enclosures.
General Settings
Lacal Liser & ot This enclozure iz HP Yirtual Connect ready . You may use thiz wizard to create a new Yitual Connect
OCEl L=ar ACCounts Damain that includes this enclosure.

Finish

H Hover your mouse over these icons for helpful hints!

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-6



Accessing the LAB environment and using the Domain Creation Wizard

Exercise 2 — Running the Domain Setup Wizard

Rev. 1.1

In this exercise, you will use the Domain Setup Wizard, which starts automatically
upon the first login to the Virtual Connect Manager web interface. You will be
creating a Virtual Connect domain consisting of just your assigned enclosure at this
time.

This wizard also invokes setup wizards for configuration of network, Fibre Channel,
and server profile elements. These additional wizards will be used, but only to
configure the minimum settings. Any of the Ethernet network, Fibre Channel SAN
fabrics, and server profiles that you will need during the exercises that follow will be
defined as you go through each exercise.

1. After you log in to the VCM, the welcome window of HP Virtual Connect
Domain Setup wizard displays automatically. Click Next.

Note

This window displays automatically when the VC Ethernet module is at the
factory-default settings. If this window does not display, contact your instructor
for directions before proceeding.

efHP ¥irtual Connect Manager - Windows Internet Explorer [_ O] x]
@ =P IE’] hktps:f/172.20,14. 118¢htmlfindes, html j bl Certificate Error || *4 || A ILwe Search FolRd

File Edt \View Favorites Tools Help

L % 33
W & {@ HP Wirtual Connect Manager Fj‘ = D - = - |57 Page - i Taools -

[ HP Virtual Connect M

HP Virtual Connect Domain Setup Wizard a

Configure the HP “irtual Connect Domain

Welcome to Domain Setup Wizard

Wifelcome

This wizard provides assistance in setup of the HP Wirtual Connect Manager. HP Virtual Connect

Enclosure ImportRecovery o
manages connectivity far HP BladeSystem enclosures.

General Settings

Thiz enclosure is HP Yirtual Connect ready . You may use this wizard to creste a new Yirtual Connect

Loesl User Accounts Domain that includes this enclosure.

Finish
n Hoveer your mouse over these icons for helpful hints!
e
Done '_ '_ ’_ ’_ ’_ '_y |@ Internet H100% v g

© Copyright 2013 Hewlett-Packard Development Company, L.P L1-7
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Specify the user name and password of the local OA Administrator account. Then
click Next. (the OA login is “admin” and the password is “hpinvent”

[ HP Virtual Connect M:

HP Virtual Connect Domain Setup Wizard |

Configure the HP Yirtual Cannect Domain

Step1.1of 4 Local Enclosure

Wiglcome
To marage the connectivity for this enclosure, Yitual Connect will need to communicate with the

Enclosure ImpartRecovery Onboard Administrator. Please enter the Administrator user name and password for the remote

Local Enclosure Cnboard Administrator
General Settings Warning:
Local User Accounts Once you import this remate enclosure the Onboard Administrator (0A) IP address must not chanoe

You must ether assion a static IP address or configure it appropristely via your DHCP server.
Additionally, wirtual Connect creates a local user named "vomuser" on the OA module. You should not
madify the credentials for this user . Finally, you must nat change the "local users” authentication setting
for the Q& maodule

Finish

Required Field*

08 IP Address:*  Local Enclosure

OA Password:*

T T

Note

The account used to import the enclosure must be the local OA Administrator of
the imported enclosure. A Lightweight Directory Access Protocol (LDAP) account
is not supported and will cause the operation to fail.

2. You will be creating a new Virtual Connect Domain. The option to Create a new
Virtual Connect domain by importing this enclosure should be enabled by
default. Ensure that it is and click Next.

HP Virtual Connect Domain Setup VYizard a

Configure the HP Yirtual Connect Domain

Step 10f 4 Enclosure Import/Recovery
Welcome

Wirtual Connect is ready to etther create a new or recaver a previously defined Virtual Connect domain
Enclosure Import/Recovery

Vhen performing this operation, the enclosure will be examined

General Seftings = Plesse do not insert or remove any modules during this operstion

Local User Accourts = If recavering & domain, please ensure that all servers have been pawered down prior to the
Finish recaovery attempt

|Enclosure D | Enclosure Mame | Enclosure Serial Humber | Rack Hame | 04 IP Address
NOT-MPORTED

= ench pock-14 USEQ 91 ATY RACK-1 172.20.14.101

[~ Enable double dense server suppart (Restricts single denss server suppart) [l
To cantinue, select the operation you wish to perform and select the "Mext” button

% Create a new Virtual Connect domain by importing this enclosure H

© Resstors & Virtusl Gonnect domsin using an externally sswed configurstion fis. ]

T R

Important
Do not enable double dense blade support.

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-8
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3. By creating a domain, you disable all outbound traffic until at least one VC

network and one server profile are defined, and the server profile is assigned to
a server bay. Click Yes to confirm. The import process will take a few minutes,
note the progress indicator at the bottom of the page.

Confirm

This step will disable network access to all blade
servers in the enclosure until ¥irtual Connect Hetworks
are configured and Virtual Connect Server Profiles have
been applied to the servers. Are you sure you want to

continue?

4. The next window simply shows the number of blades and I/0O modules in the

enclosure. The listing you see might differ from the following example depending
on the number of VC Ethernet modules, VC Fibre Channel modules, and server
blades installed in the enclosure you are using. Click Next.

) HP Virtual Connect Manager

HP Virtual Connect Domain Setup Wizard a
WWNPPWWM

Step1d0fd4 Import Status
Weicome
P — The enciosure(s) IMpor wit SUCCERSIIL Pisase review the Enciisure Ingort Status Bakow for Rathr
Fitormaten
gt Sahe
Cireral Snltgp Ercisure bigort Staus

Local Uiser Accounts Enclosure Meme  EherootModules Fibeo Chanel Modules Unknewn Modules. Pliysicel Sorvms

. o021 z 3

5. Specify PODnn_vc_domain or other name of your choosing for the name of

your VC domain, substituting your POD ID for nn. Then click Next.

HP Virtual Connect Manager

HP Virtual Connect Domain Setup Wizard a
Configuee the H* Virusl Cannect Doman

Step 2ol 4 Ganaral Setiings

Irciosure InperiBecavery Name of Virtusl Connect Domein 021 _ve_domein] iup o 1 characters).

o S
Local Liser Accoarts

Frith

6. To get a sense of the role-based user accounts capability, add four types of user

accounts to your domain. To define a user account, click Add User and then
specify the information from the following table. Click Add User to save the
changes and add the next user account. When finished, click Done.

© Copyright 2013 Hewlett-Packard Development Company, L.P L1-9
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HP Virtual Connect Domain Setup Wizard §

Configure the HP Yirtual Connect Domain

Step 3 of 4 Local User Accounts
Wiglcome
Enclosure Import/Recovery Upto 32 user accourts can be established for administering various componerts of a Yirtual Connect
r" Diomain. In adcition to the default 'Sdministrator accourt, user-defined accounts can be restricted to
General Settings certain administrative privieges. All accounts can view status of all ohjscts
Local User Accounts
Finish ry "
vance:
Administrator  Domain, Netwark, Storage, Server Enabled Add User
T SR
() HP Virtual Connect Manager s ﬁ e
7

Virtual Connect Manager Domain Setup Wizard a

Configure the HP Virtual Connect Domain

Step 34 0f 4 User Settings =

Welcome

Enclosure Import/Recovery
General Settings r

Local User Accounts

User Seti If no more users to add, press Done to go back.
Finish
Username:
Passw ord

Use this formto setup the new user information and permissions. After each user entry press Add User

\ I
\ I
Passw ord Confirm: [ |
\ I
\ I

Full Name:

Contact

Roles: Operations for selectzd Role(s):
~ /' Port Monitoring

[ Domain «/ Restore Domain Configuration
¥ Network / Save Domain Configuration

¥ Server / Firmw are Update (VCSU)

[ Storage « Export Support Fies

[¥ User Enabled: Uncheck to disable this user sccount.

I T |
ac

Username Password Role
admin hpinvent All
server hpinvent Server
network hpinvent Network
storage hpinvent Storage

Important
Both usernames and passwords are case-sensitive.

7. Click Done to close the Local User Account window.

Rev. 1.1
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8. Click the Advanced button, you will notice the expanded Password and IDEL
Session Timeout parameters. Set the timeout to a value of 30 minutes and
enable the “Delete Confirmation Preference” check box at the bottom of this
screen, with this selected, during object deletion, VC will auto populate the
name of the object being deleted.

| Note

) Prior to Firmware release 4.01, the GUI session did not have a configurable
timeout value, however, the CLI timed out after 15 minutes of inactivity. The default
GUI and CLI timeout value is set to 15 minutes. If set to “0” neither the GUI nor
the CLI will timeout. Try setting the timeout value to 30 minutes.

Virtual Connect Manager Domain Setup Wizard a

Configure the HP Virtual Connect Domain

Local User Accounts =

Finish
Role Operations Account m
Status
Add User

Administrator Domain, Netw ork, Storage, Server Fort Monitoring, Enabled
Firmw are Update
(VCSU), Restore:
Dormain
Configuration, Save
Domain
Canfiguration, Export
Support Files
admin Domain, Netw ork, Storage, Server Forl Monitoring, Enabled %
Firmu are Update
(VCSU), Restore

Configuration, Save
Dormain
Configuration, Export
Support Files

server Server Port Monitoring Enabled X
netw ork Netw ork Port lonitoring Enabled %
storage: Storage Enabled %

Password Preference
[7 Enable Local Users
™ Require Strong Passw ords
Caution: I you disable local user authentication before properly sefting up
remote authentication services, you will not be able to login to the Virtual

[~ ]
Minimum Passw erd Length |3 =

Connect Manager.
idle User Session Timeout [
Session Timeout: [15 (10 - 1440 minutes)
Note: Changing this sefting affects currentandnew | Primary Remote Authentication Method |NONE =

user sessions. The session timeout can be
disabled by setting it to Zero(0)

Delete Confirmation Preference

I Auto Populate Name During Delete
Confirmation

I RN ST
a

Il

9. Click Next to close the Local User Account window.

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-11
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10. The completion window for the Domain Setup Wizard displays. Leave the Start
the Network Setup Wizard check mark enabled and elick Finish.

[ HP Virtual Connect | -~

HP Virtual Connect Domain Setup Wizard E

Configure the HP %irtual Connect Domain

Step 4of 4 Finish Domain Setup Wizard
Welcome
Enclosurs Import/Recover Congratulations! You have successtully completed the intial setup of the Virtual Connect Domain. At
b ¥ this point, you have completed the general administrative tasks and are ready for the network-specific
Fenersl Settings and server-specific setup tasks.

Lacal Liser Accounts The next step is to setup the network configuration. This step must be done by a user that has

Finish ‘network’ privileges . The MNetweork Setup Wizard is accessible from this screen, from the Yinual Connect
Manager home page, and from the Tools' pull-dosyn menu.

To proceed with netwoark setup, select the "Start Metwork Setup Wizard" check box below . Select
‘Finish' to complete this wizard.

[V Start the Netwark Setup Wizard

T

11. When the Welcome to the Network Setup Wizard window displays, read the
information provided and then click Next.

[ HP Virtual Connect Manager

Virtual Connect Manager Network Setup Wizard 7 ]

Configre the Ethernet Network Settings

Walcoma te the Netweork Wizard

Using this wizard you can:
* Agsign thr MAC addresses used by servr bladi Ethemet notwark adaptirs witkin the Vinual Conniet Demain
* cordgure the Server VLAN Tagging Suppost
= Configues Mulipls Metwarks Link Spesd Settings

Define extemal retwork connections thal are dedicated to a specihc Ethernet network

Défine axtomal natwirk connactions with sharad uplinks that camy multipls Ethemet natwarks (via use of VLAN tage)

Ta continue, chok et

Current Progress: Sep 1068

© Copyright 2013 Hewlett-Packard Development Company, L.P L1-12
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12. Click Use Virtual Connect assigned MAC addresses to allow VC to manage
hardware addresses. Then click Next.

A HP Virtual Connect Manager

Virtual Connect Manager Nebwork Setup Wizard a
Configurs the Bihernet Network Selings
MAC Address Settings
I irtasl Connect can sssgn the 1, umed by server weithin the Virtusl C
T
Select Type snd Range of MAC Addresses
T 10 brasamea Ba
ROOE (19 Pre-devent 21 B
T ARTTS0 TR T S5FE
0 —_ ]
e
®  This setirg can nol be changed afler server profles ene defined
T continue, shok hast”.
[ ———rT EEERE

13. In the Type drop-down list, select HP Pre-Defined. Based on your POD ID, select
HP Defined: nn for Range, where nn corresponds to your POD ID. Then click
Next. Refer to the following table to determine your HP-Defined range identifier.

[ HP Virtual Connect Manager

Virtual Connect Manager Network Setup Wizard a

ol i Efermst Netwink Setlings

MAC Address Settings

HP Virtusl Connest can assin the 1L 7ed by server biade aptirs wihin the Virual ¢

Server Made MAC Addresses a

(%) Use Virtusl Connect azsigned MAC Addrestes

10 Uiz the static, factory-defoul MAC Adaresses

Selact Typa and Range of MAC Addressas

Trer 1 Pr-ateea Rna
L (Y S—— N— Use the range that corresponds to your group #
[iacsn—Juce i/

O0AT-ALTTE000  D0-17-A4-77.53FF

‘j = Erure Sl each Vil Connect Somein Lses & Ui 1angs of MAC adirases

= Tris setting Gan ok be chafged aBier server prolies are deted

Tio cortinue, chck Meat™

| Crens Progress: Step 2 of 8
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POD ID | Enclosure | Range Begin and End

21 1 HPDefined: 21 | 00-17-A4-77-50-00 to 00-17-A4-77-53-FF
» ) HP-Defined: 22 | 00-17-A477-54-00 to 00-17-A477-57FF
23 3 HP-Dofined: 23 | 00-17-A4-77-5800 to 00-17-A4-77-5B-FF
4 4 HP-Dofined: 24 | 00-17-A4-77-5C-00 fo 00-17-A4-77-5FFF
25 p HP-Dofined: 25 | 00-17-A477-60-00 to 00-17-A477-63-FF
26 5 HP-Dofined: 26 | 00-17-A477-6400 to 00-17-A477-67-FF
7 . HP-Dofined: 27 | 00-17-A477-6800 to 00-17-A4-77-6B-FF
28 3 HP-Dofined: 28 | 00-17-A477-6C00 to 00-17-A4-77-6FFF
2 5 HP-Defined: 29 | 00-17-A477:70-00 to 00-17-A477-73FF
30 10 HP-Defined: 30 | 00-17-A477-74-00 to 00-17-A477-77FF
. . HP-Dofined: 31 | 00-17-A4-77- 7800 to 00-17-A4-77-7B-FF
32 > HP-Dofined: 32 | 00-17-A477-7C:00 to 00-17-A4-77-7FFF

I Important

Selecting an HP range that another student team is using will cause a conflict on the
network. This is important to note when designing a Virtual Connect solution for
customers. If the customer has several or plans to implement several Virtual Connect
based enclosures, the customer needs to ensure that each enclosure is configured
with a unique MAC address range.

14. Confirm that a correct non-conflicting address range has been selected by
entering confirm. Then click OK.

Confirmation

Canfirm that no ather %irtual Connect modules
on the network use HP Pre-defined range
between [00-17-A4-77-50-00 to 00-17-244-77-
53-FF], by entering 'confirm'.

Range Ecnnfirm| ]

15. On the Server VLAN Tag Settings screen, the default VLAN Capacity setting is
Expanded VLAN capacity. Also, notice the Multiple Networks Link Speeds
Setting. Click Next
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16. Select Connect with Uplinks to a single network and click next.

@ HP Virtual Connect Manager

User : Administrator
Home | Sign Out

Virtual Connect Manager Network Setup Wizard

a
Configure the Ethernet Netw ork Settings

Select Network Conhection Type

You can define external network connections that are dedicated to a specific Ethemet netwark, or connections with shared uplinks that carry multiple Ethemest networks (via
use of WLAN tags)

What type of network connection would you like to create?

@ Connection with uplink(s) dedicated to a single network n

O Connection with uplink(s) carrying multiple Ethernet networks andfor an FCoE network (using YLAN tagging) ﬂ

O | do not want to create a network connection at this time.

Ta continue, click "Mext”.

]
Current Progress: Step 4of 8

R

-]

17. In the define a single network screen create a network called Network-1. Do not
enable Smarilink or VLAN Tunneling, add Uplink X4 from Bays 1 and 2

modules and Click Create Network. Then Click Create Network on the
following screen.

() HP Virtual Connect Manager

User : Administrator
Home | Sign Out

Virtual Connect Manager Network Setup Wizard

a
Configure the Eihernet Netw ork Seffings

Define Single Network Connection

Network

]

Metwvork-1

Color l:|rmne Labels | Type to add Network Labels

] Smert Link  [] Private Metwork  [_] Enable WLAN Turneling
[] Advanced Metwork Settings

Extemal Uplink Ports

| PortRole | Port Status

Connector T e o

POD-21 A D Linked 100Gk SFP-DAC POD21 (Ten-GigabitEthemet! /01 @) Auto Delete
Bay 1: Port X4

POD-21 A D Linked 10Gh  SFP-DAC PODZ1 (Ten-GigabitEthemet2i0r) @ Auto Delste
Bay 2 Port X4

Connection Mode: (3 Auta LACP Timer: (8) Domain Default, Shart (1 sec)

O Failover O short (1 sec)
O Long (30 sec)

]
Define a Netvork connection, then click 'Create Network'

Current Prograss: Step 5 of 8

.
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18. The completion window for the Network Setup Wizard displays. Leave the Start
the Fibre Channel Setup Wizard check box selected and then click Finish.

2] HP Virtual Connect Manager

Virtual Connect Manager Network Setup Wizard a
Condgure the Bthernet Netweork Seftirgs

Finish

You have completed ihe Network Setup Wizard. Al any peird, you can define additional network connections by using the Define Network” or Define Shared Uplink Set’links from the home page. You can
350 defre retworks by uging the Tiefine’ pull-down mani

Thet ritat Eop in Setting up your Vil Connect domain is storage configueation. This step rmust b dane by a user that has 'Storage’ peidleges

I you wis

o continue with storage configuration, click Finish o complete this wizard and launch the Fibre
+ I youdo P

el Setup Wizand
up storage configuration a1 this time, unchuck the check box below and click Finish 1o completi this wizard. You will be taken 10 the Vinual Connect home page. In the fture

you can aceess the Fibre Channel Selup Wizard from the Vidual Conmoet heen page and from the Tools” pulk-diwn mir

£] Start Fibea Channal Satup Wizard

Ta continus, ook Firish™

Currerd Progress: Step 8of 0

19. When the Welcome to Fibre Channel Setup Wizard screen displays, click
Next.

(8] HP Virtual Connect Manager E, E /m
Virtual Connect Manager Fibre Channel Setup Wizard a
Conigure wre Fiore Channel Settings
Walcoma to Fibre Channel Setup Wizand
Widsiire
| e e e
st reerconrect e
Defiree Faabic
Fireon Deltore Eagiriang this wizard, phasse.

= It Virtusl Cannct Fibre CHanes nbarconnect nodues
= Complete the Domein Setue Wizeed
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20. Select the Yes, | would like to use Virtual Connect assigned WWNs button to
allow VC to manage Fibre Channel World Wide Names. Then click Next.

K& HP Virtual Connect Manager

Virtual Connect Manager Fibre Channel Setup Wizard a
Contire e Fibee Charnel Semngs

step1ord World Wide Names[WWH) Sottings

o

B Virtusl Corrmet oo axsign Fibrs Charsl Works wids Narme:

ke ) adngtes wihn e Vil Connect Domen

Dnfire Fabrie: By ity Velunl Corre b nsign WhAHS i server blades, n sysfem con masden a et stongen ety

Feish | e ursder! been changed. Thiz allows server blades 10 be replaced without

Warndng: Contiuring Vitus O sdrver
- md e kit wih
dugkcats PN on o Fibee Channed SAN fakric.

“fou may not modify Sz the Virtual Connect o hat uze the curment
SOmEES. I Grder b CANGE s S8R YOu Mt Tl delete B GrISnBY deffed grofies.

VAT Yo It 10 Lite Virtusl CONNAct SEEgnad warwide Names a1
& ves,
7 1o, woukd preder to use the static, Saciony-deraul YWz

W T T

21. From the Type drop-down list, select HP Pre-Defined. Refer to the following table
to determine your HP-Defined range identifier. Based on your POD ID, select HP
Defined: nn for Range, where nn corresponds to your POD ID. Then click Next.

5 HP Virtual Connect Manager

e

© & ¥ 4 4 © 4 Fibre Channel Settings a
Doman 0 8 0 0 0
= Lol T
r
- . O Vit onact £an Absige, R BRI By Sarvar e igtics Wt Ta
5 - S
Domain Setiings [+ = [yl ESpRe—veEm—" n server tisses, o v
Configur ation Tres Fin e
W hsdress Sevurr Blacke WWH Adkds raaes 7 ]
Enelnsures -
Bachig Reslors: (3 Use virtusl Conrect asigned VARH Adaresses
Slom agn Myied Crmdoniials 0 Lisn the st Tnclory-defal \WAH Addresses

SHMP Conflgur ation L
Select range of Wl Addresses.

System Log

Stang ks e e - L]
B W bulbetication Roor (v et 1 &—— | se the range that corresponds to your aroup #
i See table below
- W_L

WA Settings SOOEIROQONCEEZ00  SO06 0B I0INC2ESFF

Server Seril Humbers

Server Profiles

Fehernet Hetworks _!5 = Ensure thal sach Yirtusl Connect domain uses & unkaus rarge of ward-wide names B

P —— [ S— -

SAH abrics
Network Access Groups

ﬂ | . T

Nardware Owerview
— v
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POD ID | Enclosure | Range Begin and End
21 1 HP-Defined: 21 50:06:0B:00:00:C2:B2:00 to 50:06:0B:00:00:C2:B5:FF
29 ) HP-Defined: 22 50:06:0B:00:00:C2:B6:00 to 50:06:0B:00:00:C2:B9:FF
23 3 HP-Defined: 23 50:06:0B:00:00:C2:BA:00 to 50:06:0B:00:00:C2:BD:FF
24 4 HP-Defined: 24 50:06:0B:00:00:C2:BE:00 to 50:06:0B:00:00:C2:C1:FF
25 5 HP-Defined: 25 50:06:0B:00:00:C2:C2:00 to 50:06:0B:00:00:C2:C5:FF
26 6 HP-Defined: 26 50:06:0B:00:00:C2:C6:00 to 50:06:0B:00:00:C2:C9:FF
27 7 HP-Defined: 27 50:06:0B:00:00:C2:CA:00 to 50:06:0B:00:00:C2:CD:FF
28 8 HP-Defined: 28 50:06:0B:00:00:C2:CE:00 to 50:06:0B:00:00:C2:D1:FF
20 9 HP-Defined: 29 50:06:0B:00:00:C2:D2:00 to 50:06:0B:00:00:C2:D5:FF
30 10 HP-Defined: 30 50:06:0B:00:00:C2:D6:00 to 50:06:0B:00:00:C2:D9:FF
3] 11 HP-Defined: 31 50:06:0B:00:00:C2:DA:00 to 50:06:0B:00:00:C2:DD:FF
32 12 HP-Defined: 32 50:06:0B:00:00:C2:DE:00 to 50:06:0B:00:00:C2:E1:FF
| Important
) Selecting an HP range that another student team uses will cause a conflict on the
network. The equivalent concern mentioned previously for ensuring that unique
Ethernet MAC address ranges are used applies here.
22. Confirm the correct non-conflicting address range has been selected by entering
confirm. Then click OK.
Confirmation
Confirm that no other Yirtual Connect modules
N an the netwiork use HP Pre-defined range
! between [50:06:08:00:00:C2:62:00 to
' S0:06:0B:00:00: C2BS:FF], by ertering
‘confirm'.
Range confirm
Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-18
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23. Select the Define Fabrics button and click Next.

@ HP Virtual Connect Manager

Virtual Connect Manager Fibre Channel Setup Wizard

Configure the Fibre Channel Seftings

Step 20f 3 Define Fabric
Welcome

World Wide Name (VW)
Seftings @ Define Fabric

Define Fabric

Finish
I do not want to create SAN Fabrics at this fime.

User : Administrator
Home | Sign Out

24. Create a SAN Fabric called SAN-A, leave type as Fabric Attached and select
port X1 on Bay 1, click Apply, then create a second Fabric called SAN-B and

use port X1 on Bay 2 module, Click Apply

Virtual Connect Manager Fibre Channel Setup Wizard

Configure the Fibre Channel Seftings

Step 2.1 of 3 Define SAN Fabric
Welcome
Each FC-capable module can be connected to one or more external Fibre Channel SAN fabrics. Below
VS"E"“"': :"’de Mame: (WWN) you can define a single Virtual Connect SAN Fabric, give it a name, and then select the external uplink
s ports to connect the server to the data center SAN. Be sure that all upink ports that you w ant to include
Define Fabric are attached to the same external Fibre Channel SAN

Define SAN Fabric

Finish
Fabric

Fabric Name Fabric Type Login Re-Distribution | Configured Speed
[sanca [Fabricatiach | ~ MANUAL Auto -

Enclosure Uplink Ports

Fowy ot st speea—comnactant

Upiink Port X1 1 [l pisapLED AuTO 00:00:00:00:00:00:00:00 pd

25. Select No, | have defined all available Fabric and click Next. The red x on

SAN:-B will go away once the next button has been pressed.

User : Administrator

Home | Sign Out

(/) HP Virtual Connect Manager

Virtual Connect Manager Fibre Channel Setup Wizard

Configure the Fibre Channel Settings

Step 2.10f3 Defined SAN Fabrics

Weicome

Workd Wide Name (W) . 5

Sefings SAN Fabrics Port Information Uplink Ports

Define Fabic Status | SAN Fabric | Fabric Type | Login Re-Distribution | Status Connected To Enclosure | Bay | Port
SANA FabricAttach MANUAL 86Go 10.00.00.05:33:53 5c:ad FOD-21 X1

Defined SAN Fabrics Dok Dox
Frn DFajed SANB FabricAtiach MANUAL [] Disables NCOMPATBLE 00.00-00-00.00.00-00:00 FOD-21 X1
inis

fabrics?

' Ves, lwould like to define addiional fabrics
@ fio, Thave defined o avaiaie fabrics

The above table lists the SAN Fabrics currently defined for this Virtual Connect domain. Would you like to define additional

© Copyright 2013 Hewlett-Packard Development Company, L.P
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26. The completion window for the Fibre Channel Setup Wizard displays. Leave the
check mark for Start the Server Profile Setup Wizard enabled and then elick
Finish.

Virtual Connect Manager Fibre Channel Setup Wizard E

Configure the Fibre Channel Settings

Step 3of 3 Finish Fibre Channel Setup Wizard

Welcome
You have completed the Fibre Channel Setup Wizard. At any point you can updste configuration of the

Wnr.ld Wicte: Hame(/aAh) *irtual Connect Fibre Channel modules via the 'Configure’ tak for an individual module or by re-using this
Settings wizard

Select SAN Fabric Type

Finizh *ou will now be able to define Yirtual Connect server profiles and associate them with blade servers

Thiz can be done most efficiently using the Server Profile Setup Wizard

¥ Start the Server Prafile Setup Wizard.

27. At the Welcome screen, read the information and then click Next.

\irtual Connect Manager Server Profile Wizard a

Croaln ane Deplry Sorver Prafios

Walcoma te the Server Profile Wizard

Using this wizard you can:
® Configure Senal Number (Logicaf) Settngs (f appkcable)
* Craate 2 senr prafis definition which idantifles the serer connectiviy by creating and configuiing natwork and sforage connactions
* Craate unassigned sarver profles or assign the prodles by selecting device bays
= Ed the profle namos Sr each prasle that will be created

Nate: Once crealed, the indiicual profies may be edited indepondentl

{\, Before continuing, please ensure that the following tasks have been performead:
® The Network Selup Wizard has been completed
= The Fibre Channel Setup Wizard has been completed (f appicsble)

= Al servers 1o be configured using his wizard are powered-off

To cont, chck Mo

Currant Prograss: Siep 1 af 6
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28. Select the Use Virtual Connect assigned Serial Numbers (Logical) button to allow
VC to manage serial numbers. From the Type drop-down list, select HP Pre-
Defined. Refer to the following table to determine your HP-Defined range
identifier. Based on your POD ID, select HP Defined: nn for Range, where nn
corresponds to your POD ID. Click Next.

[ HP Virtual Connect Manager

Virtual Connect Manager Server Profile Wizard 7]

Creatn s Do Sarem Prosies

Sarial Numbar Settings

9 Vb Corrmct can sz tibes = e vhem Correct Do

fyr—— y EREAEsn

POD ID Group Range

21 21 HP-Defined: 21
22 22 HP-Defined: 22
23 23 HP-Defined: 23
24 24 HP-Defined: 24
25 25 HP-Defined: 25
26 26 HP-Defined: 26
27 27 HP-Defined: 27
28 28 HP-Defined: 28
29 29 HP-Defined: 29
30 30 HP-Defined: 30
31 31 HP-Defined: 31
32 32 HP-Defined: 32

| Important

Selecting an HP range that another student team uses will cause a conflict on the
network. The equivalent concern mentioned previously for ensuring unique
Ethernet MAC address and WWN ranges are used applies here.
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29. Confirm the correct non-conflicting address range has been selected by entering
confirm. Then click OK.

Confirmation

Confirm that no other Yirtual Connect modules
F=y on the network use HP Pre-defined ranoe
A, between [WCHO000KOO to WERO0DOKZ L], by
entering "confirm'.

Range I confirm I

30. At the next screen you will create a profile that will be used as a template and

could be assigned to one or many server bays. Click on the Unassigned
network for NICs 1 and 2 and assign the network as Network-1. Do not edit the
Network Speed at this time. In the FCoE HBA Connections space, assign Bay 1
Port to SAN-A and the bay 2 port to SAN-B. Click Next

@ HP Virtual Connect Manager : ; User : Administrator

Home | Sign Out

Virtual Connect Manager Server Profile Setup Wizard a

Create and Deploy Server Profiles

Create Server Profile definition

Profile

I3

[ advanced Profile Settings

Edit profile names in an upcoming step Defauft

Ethemet Adapter Connections

Port Network Name P ol Type | ‘ PXE Multicast Fiter

1 Networkl © PREFERRED USE-BIOS  None YC-DEFINED

2 Network1 &) PREFERRED USE-BIOS  None VC-DEFINED
+ hdd

| iSCSI HBA Connections

FCoE HBA Connectiohs

Port ‘ Connecty FC SAN f FCoE hetwork Name vpe Status |F-m Speed Type ‘ PR

1 Bay1 SAN-A SAMN @  PREFERRED WC-DEFINED WC-DEFINED

2 Bay2  SAN-B SAM @ PREFERRED WC-DEFINED WC-DEFINED Delete

[+

To continue, click "Next”

- I
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31. On the Configure how server profiles will be created screen, assing the
profile to Bay 1 only. Click Next.

@ HP Virtual Connect Manager s ﬁ = L b

Virtual Connect Manager Server Profile Setup Wizard a

Create and Deploy Server Profies

Configure how server profiles will be ¢reated

® Assign profiles to specific server bays &
O Leave profiles unassigned for now
Select device bays for server profile assighment
a POD-21
an
Bay 2 Bay 3 Bay 4 Bay5 Bay 6 Bay7 Bay 8
PreLiant EMPTY EMPTY EMPTY EMPTY EMPTY EMPTY
BL4GOC GT
O O O O O O O
Upper []
Bay 9 Bay 10 Bay 11 Bay 12 Bay 13 Bay 14 Bay 15 Bay 16
FrLiant EMPTY EMPTY EMPTY EMPTY EMPTY EMPTY EMPTY
BLAGOC 6T
O O O O O O O O
Lower [ ]
]

To continue, sslect one or mare server device hays, click "Next

.

-1

32. In the Name Server profile screen — Base Name — Type POD-xx_, where xx
is your POD# and Click Create Profiles.

@ HP Virtual Connect Manager - ) e

Virtual Connect Manager Server Profile Setup Wizard a

Creale and Deploy Server Profiles

Name Server Profiles
" Use the base name to create a common base name for the server profiles

* As necessary, edit each profile name individually

POD-21

Base hame:  |POd-21_

Device Bay  Profile Hame

1 POd-21_r

Ta cantinue, click "Create Profiles"

,

-
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33. The Profile(s) will be created and assigned to the bay identified.

@ HP Virtual Connect Manager Sl byl

Virtual Connect Manager Server Profile Setup Wizard

Create and Deploy Server Profiles

Server Profile creation

Please wait while the requested server profiles are being created. Use the table below to monitor the progress and creation status of each server profile

FPOd-21_01

Plzase wat while the server profiles are being created.

Current Progress: Step 6 of 6

34. Once the profiles have been created Click Finish.

@ HP Virtual Connect Manager O L e

Create and Deploy Server Profiles

Virtual Connect Manager Server Profile Setup Wizard a

Server Profile creation

Please wait while the requested server profiles are being created. Use the table below to monitor the progress and creation status of each server profile

POd-21_01 Profile created and assigned successfully

Click 'Start Over'to creste more profiles. Click ‘Finish' ta return to the Virtusl Connect Home page.

Current Progress: Step6of 6 w

a |

35. At this point the Domain has been created, along with the SAN Fabric and

a server profile.

36. Tour around the VC domain and become familiar with the Ul, before
moving to Exercise 3.

© Copyright 2013 Hewlett-Packard Development Company, L.P

L1-24



Accessing the LAB environment and using the Domain Creation Wizard

Exercise 3 — Deleting the server profile

Rev. 1.1

In this exercise, you are asked to delete the server profile and Network created by

the Wizard. This server profile will not actually be used in labs that follow. When a
server profile is needed, you will be asked to go through the steps to define one to
develop familiarity with that process.

| Important

Deleting this server profile is necessary to ensure that subsequent labs work

appropriately based on the lab environment assumptions. Specifically, for servers

that will boot from SAN, you want to ensure that the first set of WWNs is
allocated to the server profile you explicitly create (in a later lab).

1. Under Connections in the navigation pane of the Virtual Connect Manager,
click Server Profiles.

@ HP Virtual Connect Manager

Configure ~ Tools v Help -

Domain Status =

(] Domain Status  View Legend..

Q W i A 8 @
2 o L] L) o L]
Find Configuration [tems. ?
Domain Settings GE
Configuration
IP Address
Enclosures
Backup/Restore
Storage Mgmt Credentials
SHMP Configuration
System Log
Stacking Links
Users/Authentication
Ethernet

Fibre Channel

Server Serial Humbers

Connections

Server Profiles

Ethernet Hetworks

Shared Uplink Sets

SAH Fabrics

Hetwork Access Groups
Hardware

Overview

T

POD-21

HP Virtual Connect Home

Manage
Server Profile Wizard
Define Server Profie
Serial Number Settings

View
All Server Profiles
Assigned Server Profiles
Unassigned Server Profiles

Manage
Advanced Netw ork Settings
Define a Netw ork
Define a Shared Uplink Set
Netw ork Setup Wizard
Define Netw ork Access Group
Quality of Service(QoS)

View
Port Monitoring
Metw ork Settings
SNMP Settings
Quality of Service(QoS)

Local User Accounts

Manage View
Fibre Ghannel SAN Fabrics Fibre Channel Settings
Fibre Channel Setup Wizard SNMP Settings
Define SAN Fabric

Manage View
SSL Cerfificate System Log
Web SSL Configuration LDAP Server Seftings
Backup Domain Configuration SSH Administration
Restore Domain Configuration RADIUS Seftings

TACACS+ Settings
Role Management
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2. In the main window, click the arrow in the Action column for the profile to be
removed. Then click Delete.

(D) HP Virtual Connect Manager

Define = Configurs = Took = Heln =

 Server Profiles

Snow  [Server Pratier B

& wonzm ] @ t i 2104 V- DEFINED W DEFINED Duefaun bt [~
iy e
@ _Copy

Backup Restore
Storape Momt Credentisls
SHAP Canfigur stion
System Log

Stacking Links

B e niusreation.
[ Ehemen
&l rien Crannet

Server Sorial Mumbers.

Sorver Mrofiles.

Etherme Metwarks

S Ul St

S Fabries

Watwork Acsoss Groups

Crvnrviw r
& ronz =

+ dubd

3. When asked to confirm, enter the profile name to be deleted. Click OK.

Define v Configure + Tools ~ Help v

Server Profiles a

Confirmation

To delete the Profile, confirm by typing in the

Fay
A selected Profile name POD-21_01"that you wish
& to delete

Profile Hame: |poD-21_01

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L1-26



Accessing the LAB environment and using the Domain Creation Wizard

4. The listing of server profiles should now be empty.

Oefine ~  Confiqure = Tonks Help »

Server Profiles aa

e [ n

Satur | Protke Neme Power | LD | Server Bay Astkrment = Y MNetwork Bcceds Grow Rcbon
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Exercise 4 — Deleting the Network

In this exercise, you are asked to delete the networks created by the Network
Wizard. In order to delete a network, you must ensure no profiles are using the
network, as we already deleted the last profile, we know to be true. We no longer
require this network as later labs will create different networks.

1. Under Connections in the navigation pane of the Virtual Connect Manager,,
click Ethernet Networks.

2. Left click on the network, so the blue bar appears, then right click and select
Delete. Alternatively, scroll to the far right and click the Edit/Delete drop down.

3. Type “delete” in the dialog box that appears to confirm the deletion

Ethernet Networks 7]
External Connections [4]
Type | PID
¥ &  Hetwork1 ENET @ @2 @ SFP-DA
Edit
Add
Delete
Settings...
Glohal Settings. .
About Adabe Flash Player 11,1,102.55...
a
—— Network-1
7 7]
# Edit  {fif Delete
Overview
m Port: Bay 1 X4 (POD-21) Connector Type: SFP-DAC 2
i )" Status: Linked-Active Connected To: FOD21 (Ten-
Uplink Ports Sposit AUTO GigahitEthermet!igin
Port Role: AUTO SpeedDuplex: 10 Gh/FULL o
m Port: Bay 234 (POD-21)  Connector Type: SFP-DAC 2
ﬁ' Status: Linked-Standby Connected To: FOD21 (Ten-
Speed: AUTO GigabitEthernet2/0/1)
Port Role: AUTO SpeedDuplex: 10 Gh/FULL
vl
] T >
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Summary

Rev. 1.1

During this lab exercise you accessed the remote lab and you defined a VC domain
using the Virtual Connect Manager’s Domain Setup Wizard. Your VC domain
consists of a single HP BladeSystem c¢7000 enclosure and includes:

s Two Virtual Connect FlexFabric modules
s Several server blades

The VC domain has been configured to use HP predefined ranges for Ethernet MAC
addresses. The Server VLAN Tagging Support parameter was set by default to
Expanded VLAN Capacity mode to provide the extensive and configurable VLAN
management strategy used in later lab exercises. This includes defining Shared
Uplink Sets and assigning multiple VLANs to a Network Connection, which will be
discussed in a later lab.

A Simple vNet was created as was redundant SAN Fabric connections.

You also created a Server Profile, using the profile creation wizard and connected it
to the LAN and SAN connections created earlier.
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Llab 2

Obijectives

After completing this lab, you should be able to:

= Define a simple HP Virtual Connect (VC) network and assign two uplink ports
connecting from two different VC Ethernet modules

= Configure the Network Preferred and Maximum speed settings

= Examine the status of the uplink ports corresponds to an active/standby mode of

operation
= The Network and server profile created in this lab will be used in the following
lab.
Introduction

Rev. 1.1

In this lab, you will use Virtual Connect Manager (VCM) to create an Ethernet
Network that is commonly referred to as a vNet. Within VCM, a vNet is listed under
the folder named Ethernet Networks in the navigation pane.

If no VLAN support is required, or if support for a single specific VLAN is needed, a
vNet is a very simple network to configure and manage within Virtual Connect. A
simple vNet is used fo pass untagged frames between server NIC and external
switch. In this case the network switch port would be configured as untagged or as
an Access port, any/all VLAN tagged frames will be dropped.

However, a vNet can also be used to pass many VLANs (a VLAN Tunnel) without
modifying the VLAN tags, and therefore can function as a transparent VLAN pass-
through or tunnel. The vNet tunnel has no limit to the number of VLANSs it can
support when configured for Tunnel VLAN Tags mode. In this case the network
switch port would be configured as tagged or as a VLAN Trunk port, of the VLANs
passed through a tunnel, one VLAN could be untagged.

No special upstream switch configuration is typically required for this scenario, only
that the switch port be untagged in the VLAN that transports the untagged traffic.

This initial VC network involves using a single uplink port, (per VC module)
connecting to an upstream switch. This lab is focused on vNet and profile
configuration, a server profile will be used to examine the new Min/Max NIC speed
setting which are configured within each network.
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Network diagrams

IRF Stack

Upper A5820 #1 Lower A5820 #2

active link
bay 2 port X4

active link
bay 1 port X4

Physical view of the LAN connections

The Ethernet cables connecting the Virtual Connect Ethernet modules to the
upstream LAN switches are already attached. All required switch configuration
has been completed before the beginning of class.

Unless otherwise specified by the instructor, you will use port X4 on each of the
two Virtual Connect FlexFabric modules installed in Bays 1 and 2 of the
enclosure for this lab.

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P 12 -2
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Server Blade 1

Server profile specifies

server NICs used and which
P VC network for each NIC

VC network specifies network type
(vNet) and uplink ports used

2 - VC FlexFabric

Modules
" /I Uplink ports I
==
bay 1 port X4 —> I<— bay 2 port X4
active link | ———— - standby link 1
UT: untagged in VLAN — U

T: tagged in VLAN

Logical view of the VC network configuration

This diagram shows a logical view of the VC network configuration. You can
specify any name you want for the vNet you configure. In this diagram, PODnn-
VNet is used, where nn represents the POD ID.

For this lab, the upstream switches are configured such that the connected ports
are untagged members of VLAN 1. This implies that any traffic for VLAN 1 is
transmitted as untagged Ethernet frames.
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Exercise 1 — Detining a VC Ethernet network

In this exercise, you use Virtual Connect Manager to define an Ethernet network
representing a simple vNet.

1. Open a web browser and access the Virtual Connect Manager home page
using the IP address (for your POD) used in the previous lab.

2. login using the “admin” account created in LAB 1

The login should be “admin” with the password “hpinvent”

Note

If you have trouble logging in with this account, use the Administrator account

and password provided in LAB 1

3. From the Virtual Connect Manager home page, in the toolbar, select Define —

Ethernet Network.

Define ~ | Configure + Tool=

Ethernet Metwo

&N Fabric

Shared Uplink Set

Metwork Access Group

Server Profile "i
Server Profiles uzsing Wizard.., |

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P
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Rev. 1.1

For the Network Name, enter PODnn-vNet1, where nn is your POD ID. Add
the first external uplink port by clicking Add Port > <enclosure-name> Bay 1 >

Port X4 (Linked).

Note

This port is from the VC FlexFabric module in interconnect Bay 1.

| Important

ports are in an UP state.

If you do not have a (Linked) status, have the instructor ensure that the switch

Define ~ Configure v Tools v Help »

Define Ethernet Network

POD-21-wMet1

colar [___JJnene Labels | Type o add Netwark Labels

O [ Private Network [ Enable WLAN Tunneling
D Advanced Metwork Settings

fur———
¢ Extemal Uplink Ports )

| Port Role Port Status

nnected To

Connection Mode: (®) 2uto LACP Timer: (%) Domain Defautt, Shart (1 zec)
O Failover O Short (1 sec)

O Long (30 sec)

Add Port
FODZT e » By 1 #[Port X2 (NCOMPATIELE) |4
Bay 2 * | Port ¥3 (NCOMPATIELE)
[t=mcen Pt X8 (LINKED) -
Port X5 (LINKED) o v
<] (]
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5. Add the second external uplink port by clicking Add Port section <enclosure-

name> Bay 2 > Port X4 (Linked). Then click Add to save your changes.

Note

This port is from the VC FlexFabric module in interconnect Bay 2.

Define ~ Configure v Tools v Help~

Define Ethernet Network

Network

POD-21-vMet1

calor [ JJnene Labels ‘ Tupe to add Network Labels

] smart Link [ Private Metwork [ Enable YLAN Tunneling
D Aodvanced Metwork Settings

—
¢ Extemal Uplink Ports)

‘ Port Role Port Status

() Long (30 s8c)

POD-21 A 2 Linked 10 Gh SFP-DAC FOD21 (Ten-GigahitEthernet! /001 ':
Bay 1. Port X4
Connection Mode: @ Auto LACP Timer: @ Dotmnain Default, Short (1 sec)

O Failover O Short (1 sec)

Add Port
POD-21 | Bay 1 # |Port X2 (INCOMPATIBLE) |4 |
=== |Bay2 | Port %3 (INCOMPATIELE)
[ ——=m=rPort X4 (LINKED)
Fort X5 (LINKED) E E
< [»]

6. Click on the Advanced Network Settings check box, then click on Preferred and

set the speed to 2Gb. Click on Maximum and set the speed to 7Gb.

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P
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Rev. 1.1

7. Click Apply

Define = Configure  Tools * Help~

Define Ethernet Network

Netweork

POD-21-vhett

Calor nnne Labels

[ Smart L ivate Metwork [ | Enable YLAN Tunneling
q
—

Set preferred connection speed n
: -

Selected Speed: = ch

01 Go 70h

Set maximuim connection speed n

Selected Speed: " Gh

w
0.1 Gh 10 Gh

In the following window, click Apply to save your changes. This results in a
redundant link topology (an Active/Standby network) for the vNet. One uplink
port is the active port and the other operates as a standby port.

Edit the vNet and verify that both uplinks were added and that the Advanced

Speed sets were configured.

© Copyright 2013 Hewlet-Packard Development Company, L.P
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Exercise 2 — Examining the status of the uplink

ports

Rev. 1.1

In the navigation pane Hardware Configuration section, expand POD-
xx>Interconnect Bays. In the main window, click Bay 1 (LAN+SAN), which
contains a VC FlexFabric module.

Select the Uplink Posts tab and examine the status of port X4 and notice the LAG
ID and MAC address of the upstream switch.

For this VC network, a single uplink port of the Virtual Connect FlexFabric
module in Bay 1 is used to connect to the upstream switch, an additional uplink
is provided for redundancy and fail-over.

Technically, from the Virtual Connect perspective there are two uplinks available
to this VC network, one on each FlexFabric module. Only one is allowed to be
active in this scenario; otherwise, there would be the potential for a network
loop and the need to use a protocol such as Spanning Tree to manage the
network loop, which Virtual Connect does not implement. Instead, by ensuring
that at one uplink is active (in this scenario); Virtual Connect prevents a network
loop from occurring. If the first network switch or cable were to fail, VC would
failover to the standby uplink, by making it active.

© Copyright 2013 Hewlet-Packard Development Company, L.P 12 -8
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As you can see from the status windows, the second uplink is in a standby state.
Similarly, if there were additional individual uplinks assigned to this VC network,
they would operate in a standby mode as well. This behavior is identical to the
functionality provided to server ports that are configured as members of a
network faulttolerant (NFT) NIC team.

Define + Configure + Tools ~ Help~

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

e | Uplink Ports MAC Address Table | IGMP Multicast Groups

Uplink Port Information { Enet )

Network(s) | Status Connector Type | LAGID | Connected To Detailed Stats f Info
ncompatible 0 Mb Unknow n ) Detaied Stats / Info
ncompatible 0 Mb Unknown () Detaied Stats / Info

4 POD21 (Ten-GigabitEthernet1/0/1)  Detailed Stats / Info
Fort X5 Linked 106G SFRDAC POD21 (Ten-GigabitEthernet1/0/2) Detalled Stats / Info
Fort X6 Linked 106G SFRDAC POD21 (Ten-GigabitEthernet2/0/3)  Detailed Stats / nfo
Port X7 Linked 10Cb  SFRDAC VeD_6ca24Tlb196e (X7) Detaied Stats / Info
FortXs StackingLink (2 oK Linked 10Gb Internal 27 VCEFXTW21120011 (X8) Detaied Stats / Info

Uplink Port Information { FC )

Port Speed Setting | Connector Statuz | Connected To Detailed Stats / Info

X1 20:00:00:11:0a:02:2a:de. SAN-A 3Gh Logged In 10:00:00:05:33:53:5c:ad  Detailed Stats [ Info

3. In the Hardware Configuration section of the navigation pane, expand POD-
xx>Interconnect Bays. In the main window, click Bay 2 (LAN+SAN), which
contains a VC FlexFabric module.

Define ~ Configure ~ Tools ~ Help~

Bay 2 (HP VC FlexFabric 10Gb/24-Port Module)

T Uplink Ports MAC Address Table | IGMP Multicast Groups

Uplink Port Information { Enet )

Metwork(s) Connector Type | LAGID | Connected To Detailed Stats /Info
Port 2 Incompatible 0 M SFP-FC Unknow n () Detailed Stats / Info
Port X3 Incompatible 0 M SFP-FC Unknow n () Defailed Stats / Info
<TFortX4 POD-21-vNet! (3 oK Linked/Standby 10 Gb SFP-DAC 26 POD21 (Ten-GigabitBthernet2/0M) Detailed Stats / Info
Port X5 Linked 10 Gb SFP-DAC POD21 (Ten-GigabitEthernet2/0/2) Detailed Stats [ Info
Port X6 Linked 10 Gb SFP-DAC POD21 (Ten-GigabitBthernet1/0/3) Detailed Stats [ Info
Port X7 Linked 10 Gb SFP-DAC WeD_6cazd47ib196e (X7) Detailed Stats / Info
Port X8 Stacking Link () gk Linked 10 Gb Internal 27 VCEFXTW21120010 (X8) Detailed Stats / Info

SAN Fabric | Port Speed Setting | Connector Status | Connected To Detailed Stats / Info

X1 20:00:00:11:0a:02:2a:dd  SAMN-B 8 G Logged In 10:00:00:05:33:51:49:83d  Detailed Stats [ Info
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About active/standby operation

By connecting an uplink from each module to a vNet, you have provided a
redundant path to the network. Because each uplink originates from a different
VC Ethernet module, one uplink is active and the second is in standby mode.
This configuration enables you to lose an uplink cable, an upstream switch, or
depending on how the NICs are configured at the server (teamed or unteamed),
even a VC Ethernet module. The VC FlexFabric modules are connected
infernally using two 10Gb connections, allowing network traffic to flow between
the modules and out fo the network.

About Smart Link

In this configuration, the Smart Link parameter should not be enabled on the
vNet. Smart Link is used to turn off downlink ports to servers within Virtual
Connect if all available uplinks to a VC network (simple vNet or a Shared
Uplink Set) are down. You will use Smart Link in a later lab exercise.

Exercise 3 — Creating a server Profile

Rev. 1.1

In this exercise, you will create a server profile and connect it to your network. You
will also validate the new Min/Max NIC speed feature.

From the Virtual Connect Manager home page.

In the server area select Define Server Profile,

HP Virtual Connect Home

View
All Server Profiles
Assigned Server Profiles
Unassigned Server Profiles

Manage View
Advanced Netw ork Settings Port Monitoring
Define a Netw ork Metw ork Settings
Define a Shared Uplink Set SHNMP Settings

Metw ork Setup Wizard Quality of Service(QoS)
Define Netw ork Access Group
Quality of Service(QoS)

Manage View
Fibre Channel SAN Fabrics Fibre Channel Settings
Fibre Channe! Setup Wizard SHNMP Settings
Define SAN Fabric

Manage View
S5L Certificate System Log
Web S5L Configuration LDAP Server Settings
Backup Domain Cenfiguration S5H Administration
Restore Domain Configuration RADIUS Settings
Local User Accounts TACACS+ Settings

Role Management
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6. Create a server Profile called POD-xx_O1where nn is your POD ID and connect

both the default NICs to the Network created earlier. Do not connect to the
SAN fabric.

7. Apply the profile to the server in Bay 1

Edit Server Profile: POD-21_01 a

Profile

Profile Mame us | Serial Number Server UUID

||p0D_21_01 H Defautt ‘.|n @ vCxoooooo b355eead-9dac-4553-a800-2da60ac1 k948

Ethemet Adapter Connections

Part | Metweork Mame ‘ ‘ "Etalu‘F'Drt Speed Type | ‘.ﬂ.llnt.atr:-.il Port | FXE | Mutticast Fitter ‘ ‘ MAC Mapping

1 POD-21-whetl 2 PREFERRED 2Gh-7Gh USE-Bl. Mone 00-17-A4-77-50-02 LOM:1-a== Bay 1:d1:x1

2 POD-21-%Netl @ PREFERRED 2Gh-7Gb USE-BlL. Mone 00-17-A4-77-50-04 LOM 2-a == Bay 2.d1x1

=+ add

| iSCSI HBA Connections

| FCoE HBA Connections

Assigh Profile to Server Bay

POD-21 [ Bwy1  [v] ProliantBL4s0cGT USE115831% @

Note the speed that each NIC is configured for. Both the Min. and Max.

9. Use the Custom speed setting and attempt to change the speed of the NIC to a
Higher Speed. Click on PREFFERED and select Custom and change the
NIC speed. What is Max speed you can set the NIC to?

10. Leave the Speed set to Preferred and save any changes made to the server
profile.

11. Edit the Network, under Advanced Settings, change the preferred speed to 4Gb
and the Maximum speed to 10Gb and save the changes.

12. Go back to the server Profile and determine whether these changes have taken
effect. You will need to make a change to the profile and apply it, before these
changes will take effect.

13. What is the Min speed now?
14. What is the Max speed now?

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P L2 -11
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Exercise 4 — Validating Network Connectivity

In this exercise, you will use the OA and iLO to connect to and boot the server in bay
1, then verify that it has received an IP Address from the network.

1. From the web browser access the OA home page for your POD.

2. You will notice that the server in Bay 1, have no exclamation mark over it, this
indicates the server is ready to use and has a Virtual connect profile assigned,
the other servers in the enclosure, do not have profiles assigned at this time.

Wizards ~ Opfions ~ Help ~

Rack Overview - RACK-1

Rack Topology Rack Power and Thermal
Enclosure: POD-21

Front View Rear View Enclosure Name: POD-21
Serial Mumber: USE115931V
uuicx TUSEN15931V
Fart Mumber: 507019-B21
Asset Tag:
UID State: (=] off

m Insight Display

Virtual Cennect Manager ...
G Domain Name: POD-21_vc_demain

3. Click on the server in Bay and select the Virtual devices tab and press
“Momentary Press”. As the server is booting, Select “Integrated Remote
Console” from below and open an ilO Session with the server.

Wizards ~ Opfions v  Help »

Device Bay Information - ProLiant BL460c G7 (Bay 1) print gl Helo
[ status | tormation. WAL

Front View

UID Light: Use the button befow to toggie the state of the server's LID Light. Note: When the UID Light is in a blink state, a critical
operstion Is being performed on the server and should not be intsrrupted.

Virtual Pow er

The server in this bay is currently Off

@ o

DVD Drive: Indicate how this server shouid connect to the enclosure’s shared DVD drive. Please note that interaction with the server's
remate console may be required after the DVD drive is connected. Use the links below to access the il O's remate console.

‘Connect to Device: iLO DVD Status Device or Image URL
Disconnect Blade from DVDfiso 'I Disconnected
Integrated Remote Console
Atcess-ine em iy Tontrol Virtual Pow er & Media from a single console (requires ActiveX and Microsoft Infernet Explorer). Please

note: this may not be supported on all operating systems. Please check official iLO operating system support.

Remote Console
Access the system KM from a remote console. This requires a Java Virtual Machine Runtime Environment (JRE). Please note: this may not
be supported on all operating systems. Please check official LO operating system support.

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P 12 -12
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4. You will notice that the server power indicator light is now GREEN.

Device Bay Information - ProLiant BL460c G7 (Bay 1) Ellrnt [l vee

[ wiormsion JRCVPTRSRN] motopiens | mcioo |

Front View

Virtual Pow er

The server in this bay is currently On

Momentary Press Press and Hold m

UID Light: Use the button below to toggle the state of the server's LD Light. Note: When the UID Light is in & blink state, & critical
opsration is baing performed on the server and should not be intsrrupted.

@ on

DVD Drive: Indicate how this server should connect fo the enciosure’s shared DVD drive. Please note that interaction with the server's
remote console may be required after the DVD drive is connected. Use the links below to access the iLO's remote console.

Connect to Device: iLO DVD Status Device or Image URL
Disconnect Blade from DVDfiso Disconnected

Integrated Remote Console
Access the system KM and control Virtual Pow er & Media from a single console {requires ActiveX and Nicrosoft Internet Explorer). Please
note: this may not be supported on all operating systems. Please check official iLO operating system support.

Remote Console
Access the system KM from a remote console. This requires a Java Virtual Machine Runtime Environment (JRE). Please note: this may not
be supported on all operating systems. Please check official iLO operating system support

Login to Windows using the “Administrator” account with password “HP 1nvent”.

Once the server has booted, log in to the Windows OS through the iLO, open a
COMMAND windows and type IP Config, verify that the server has a DHCP
provided address on subnet 172.20.x.x, then ping the OA address at
172.20.xx.100, were xx is you POD ID.

v Administrator: Command Prompt

edia disconnected

Listart| o & ., [ =w A (5 s:32em R

7. Optionally, if you wish to test Virtual Connect Uplink fail-over and the effect it
has on the server, you could start a ping -t 172.20.xx.100 in a command
window, then Edit the vNet and drop the “Active” uplink and save the network.
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8.

Summary

Rev. 1.1

Watch the PING and see what the response is. Then add the link back in and
save the vNet. Watch to see whether this link becomes active again, or remains
as a standby link.

When you have completed this activity shut the server OS down gracefully.

By connecting two uplinks from this vNet through two different VC FlexFabric
modules to the upstream switches, you have provided a redundant path to the
network. Because each uplink originates from a different VC FlexFabric module,
one uplink is active and the second is in standby mode.

This configuration provides the ability to lose an uplink cable, network switch, or
depending on how the NICs are configured at the server (teamed or unteamed),
even a VC FlexFabric module.

Notice that you were not asked to enable the Smart Link parameter for this vNet.
In this type of configuration, Smart Link should not be enabled. Smart Link is
used to turn off downlink ports within Virtual Connect, if all available uplinks to
a VC network (vNet or Shared Uplink Set) are down.

You configured and experimented with the new Min/Max NIC speed setting.
This new feature provides the ability to oversubscribe NIC downlinks, which we
previously did not provide.
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lab 3

Obijectives

After completing this lab, you will be able to:

e Define a server profile for a host that will boot from SAN.
e Verify that the host boots into Microsoft Windows.

e Move a server profile from one server bay to another server bay in the Virtual Connect

domain and verify server operation.

Description

In this lab exercise, you use Virtual Connect Manager to define a server profile that uses the Boot
from SAN (BFS) capability. The Virtual Connect SAN Fabrics you implemented in the previous lab
exercise are used for this activity. As part of the environment preparation you delete the existing
server profiles and defined a new profile with two FlexNIC connections and two FlexHBA

connections.

You verify the Windows host boots from SAN successfully and that you can ping the default gateway
for one of the VLANSs you also assign to the server profile. Then, you move the server profile to
another server bay of the Virtual Connect domain and verify proper operation for that server.

Important: This lab requires that you delete the existing server profiles. The reason is that
the BFS entries on the SAN controller are preconfigured. The BFS definitions require a
server’s WWPN be provided, which in our lab environment is based on particular WWNs
associated with your Virtual Connect domain. Specifically, the Virtual Connect-defined
WWNs associated with your assigned range based on your POD ID. If the wrong WWN is
presented from the server profile to the storage controller, then the Boot from SAN request
will fail

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L3-1
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Network Diagrams

Core Switch #1 IRF Virtual Device: Core Core Switch #2

To Internet ——»

To Internet —»

IRF Virtual Device: POD-nn Student Switch #2

SAN-a SAN-b
Bay 1 uplinks X1, X2 —» -+—Bay 2 uplinks X1, X2

VLAN 10
Active LAG
Bay 2 uplinks X5, X6

VLAN 10
Active LAG
Bay 1 uplinks X5, X6

Figure 1: Physical view of the Fibre Channel connections

For this scenario, both Virtual Connect FlexFabric modules are used and two uplinks from each
module are connected to the Fibre Channel SAN switches. Your previously defined Shared Uplink Sets
will also be used.
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Server Blade 1
: : ‘ LOM:2-a |LOM:2-b

I
-

TR nmnaa,, c...__-.'_. Virtual Connect domain

f (2 FlexFabric modules)
Bay 1 ports Bay 2 ports __
X1, X2 X1, X2
Bay 1 ports Bay 2 ports
-+— X5, X6 -+— X5, X6

LAN and SAN switches

Figure 2: Logical View of the Virtual Connect Networks and SAN Fabric Configurations

The Virtual Connect server profile will consist of two FlexNIC connections and two FlexHBA
connections. The server profile you define in this lab will use two VLANSs previously assigned to the
Shared Uplink Sets. One VLAN will be assigned to a FlexNIC mapped to Network Connection 1, and
the other VLAN to a FlexNIC mapped to Network Connection 2. The Fibre Channel SAN Fabrics will be
assigned to two Fibre Channel over Ethernet (FCoE) host bus adapter (HBA) connections in the server
profile. For, the FCoE connections, you will also specify a target World Wide Port Name (WWPN) and
LUN identifier.

Verification of network access will involve ensuring IP addresses are assigned to the server ports
followed by pinging the switch operating as a default gateway. For this simple network environment,
you will only verify access to VLAN 10. Initially, you assign the server profile to the server in bay 1,
and then then bay 2.
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Exercise 1 — Modifying a Server Profiles to Support Boot from
SAN

In this exercise, you use the Virtual Connect Manager (VCM) to modify the server profile created in
lab 1. When modifying a server profile on a VC Ethernet module that will be used with a server
supporting FlexFabric ports (or NICs), you have the option of allocating bandwidth across one to four
NICs, or one to three NICs and a FC HBA. In this exercise, you will edit the existing profile and ADD
SAN connections, and then configure those connections for Boot to SAN.

1. Open a web browser and access the OA for your POD, verify the servers in Bays 1 and
2 are shutdown.

2.  Open a web browser and access the Virtual Connect Manager home page and log in
using the admin account created in lab 1.

3. Inthe left tree view, under connections, click on server profiles.

4. Your profile should be shown in the right pane, select the profile and edit it.

7 Do Shshst  Vierws Lingored
= Server Profiles aE

Q9 ¥ oL oA @ @
[0 o 0 o o Show, | Server Profies |- |

1
Domain Settings k=

Configurstion
" Address
Faelasures
Backup Restonn
Storage Mg Credemiials
SHP Configuration
System | g
Stackiny Links

B v siusthentication

B Fthernet

B Fitwe: Charnet
S Sowial Huradines

Shared Uplink Sets
SAN Fabries

Hetwork Aeeess Groups

Overview

& roo21

= hd

5. From the Edit Server profile page, under FCoE HBA Connections, for Bay 1 select
SAN-A and for Bay 2 select SAN-B. The speed should default to 4Gb Min. and 8Gb
Max.

Port | pqy FC SAN Name

1 1 SAN-A
1 2 SANB

6. Inthe FCoE HBA Connections section, assign the information listed in the following
table.
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Note: For the blade server you are working with, Port 1 corresponds to FlexNIC 3 (LOM:1-b)
and Port 2 corresponds to FlexNIC 4 (LOM:2-b).

FCoE HBA Connections

Fart | Connecty FC SAN fFCoE Metwark Mame | Type | Status | Port Speed Type | | VAR

1 Bay 1 SAMN-5 AN 2 PREFERRED WC-DEFINED W-DEFINED
Z Bay2  SAMN-b SAMN ) PREFERRED WC-DEFINED WC-DEFINED
== Add

|:| Fibre Channel Boaot Parameters

7. Click the Fibre Channel Boot Parameters checkbox to enable it. Then select Primary
for Port 1 and Secondary for Port 2.

8. Once you check the Fibre Channel Boot Parameters checkbox, the FCoE HBA
Connections Box appears. Enter the Boot parameters from the table below.

9. Set USE-BIOS for ports 1 and 2 to Primary and Secondary, respectively.

FCoE HBA Connections

Port | =40 Boat Target Port Mame QAPR) |LI_Ir'-l
1 USE-BIOS
2 USE-BIOS

Cancel

The dialog window shown above appears.

10. Specify the following information.

Port 1

Use BIOS Primary

Target Port Name (WWPN) | 50:01:43:80:04:C9:A6:F8
LUN 1

Port 2

Use BIOS Secondary

Target Port Name (WWPN) | 50:01:43:80:04:C9:A6:FD
LUN 1

The target world-wide port name (WWPN) is that of a storage controller as opposed to
the WWPN of a SAN switch.
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L3-6

FCoE HBA Connections

1 PRIMARY 50:01:43:30:04:.CTABF2 1

2 SECOMDARY A0:01:43:80:04:CHAGFD |1

11. Click Apply to save the Boot from SAN settings.

FCoE HBA Connectiohs

1 Bay 1 SAMN-a

2 Bay2  SAN-b

=+ add

|:| Fikbre Channel Boot Parameters

Bay 1 (ProLiant BL4E0C G7) %
Bay 2 (ProLiant BL4GOC G7)

Bary 3 (EMPTY)

Bary 4 (EMPTY)

Bay 3 (EMPTY)

Bary 6 (EMPTY)

Bay 7 (EMPTY)

Bay & (EMPTY)

Biay 9 (ProLiant BL4G0C G7)

Assign Profile to Server Bay

PODZ1

Bay 10 (EMPTY)

Unassi

Unazsigned

»

Biary 11 (EMPT ')
Biary 12 (EMPT ')
Biary 13 (EMPTY)
Biary 14 (EMPT')
Biary 15 (EMPT ')

T

ERRED ¥C-DEFINED  YC-DEFIMED
RRED YC-DEFINED  WC-DEFINED
2] e &

| Kl

12. Inthe Assign Profile to Server Bay section, click the down arrow and then click

PODnNn > Bay 1 (ProlLiant 460c Gen7).

13. Then click Apply to save the changes to the server profile.

Edit Server Profile: FoD-21.01

| Praila

[Poe-2t o (el |
| Ethemut Adapter Connectiens [~ |
oetvraek hame Bimbs Purl Speed Type Abocaied Pot Spes.. | IOE
1 PO -wHett S PRETORRID 40b- 1000 UBE-DIOE Hane 00-1T-A4-TT-50-07 LOM -5 == By L1
2 POD-2 et O FREFERRED 4001060 USEBIOE Hone 001 AL TT-50-04 LOM:2-a == Bay Tdivl
b
| ISGS1 HEA Gonnections "[
| FGoE HBA Connections - |

Sanus | Pert Spsend Trpn

001 7.A4.77.50.00 LOMT .

00-17-A4-TT-50-01 oMl 5
[ [ PreLiant EL4E0: 07 s -] o
[«
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14. Examine the Mapping column for the Ethernet and FCoE connections.

Notice that LOM:1-a and LOM:2-a are mapped to the two Ethernet FlexNICs, and
LOM:1-b and LOM:2-b are mapped to the two FCoE FlexHBAs.

Also, notice the Allocated Port Speed column for the FlexNICs and FlexHBAs. Since
the FlexHBA connections take precedence in terms of initial bandwidth allocation, 4
Gb has been allocated as the minimum speed. Since FCoE in Virtual Connect supports
speeds of 1, 2, 4 and 8 Gb, the maximum speed allowed will be 8 Gb.

The FlexNICs are therefore allocated the remaining bandwidth of each physical
adapter, which is 6 Gb.

15. Click Cancel to close the Server Profile window.
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Exercise 2 - Power-on the Server and Verity Boot from SAN

Operation

In this task, you use the Onboard Administrator (OA) management interface to examine the status of
the server in bay 1. You then power on the server to cause the server profile to be activated. You also
examine the IP addresses assigned to the FlexNICs through DHCP.

L3-8

1. Go to the browser window you have for the OA.

2. Inthe navigation pane, click Enclosure Information > Device Bays > 1 to view the

status of the server blade in Device Bay 1.

3. Click the Information tab.

Wizards + Options + Help »

Device Bay Information - ProLiant BL460c G7 (Bay 1)
T | ot

Device Information

Blade Type Senver Blade
Manufacturer HP

Product Name ProLiant BL460c G7
Part Number 603718-B21

System Board Spare Part 605659-001
Number

Serial Number USE1159329

Serial Number (Logical) VCX0000vV00
37333036-3831-5355-4531-313539333239
UUID (Logical) TFEAACDS-92EA-42B0-9029-B26528F6B1B0
BIOS Asset Tag

Server Name

127 05/05/2011

T —

FlexFabric Embedded Ethemet

Ethemet FlexNIC LOM:1-a  00:17:A4:77-7C:02

FCoE FlexHBA LOM:1-b  50:06:0B:00:00:C2:DE:00
Ethemnet FlexNIC LOM:1-c  98:4B:E1:71:73:BA
Ethemet FlexNIC LOM:1-d  98:4B:E1:71:73.BB
Ethernet FlexMIC LOM:2-a  00:17:A4:77:7C:04

FCoE FlexHBA LOM:2-b  50:06:0B:00:00:C2:DE:02
Ethemet FlexNIC LOM:2-c  98:4B:E1:71:73:BE
Ethemet FlexNIC LOM:2-d  98:4B:E1:71:73:BF

4. Examine the server NIC information.

Notice that all 8 connections are represented here, 6 FlexNICs and 2 FlexHBAs. The
other 4 FlexNICs that you did not explicitly configure are presented to the blade
server Operating System. These additional 4 LAN Connections that would appear in

Windows, or vmnics in VMware ESXI, can be ignored.

© Copyright 2013 Hewlett-Packard Development Company, L.P
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5. Click the Virtual Devices tab. At this point, the server is powered off, which allowed

you to assign the server profile previously.

m Virtual Devices Boot Options IML Log

Yirtual Power

The server inthis bay is currently Off

Momentary Press‘h

6. Click Momentary Press to power on the server

You can also access the Virtual Power feature through the Virtual Connect Manager
interface, but going through the OA also gives you easy access to the Remote

Console functionality of the HP integrated Ligh

ts-Out (iLO).

7. To access the Windows Server console, in the navigation pane of the OA, click iLO

under the folder entry for Device Bay 1.

Wizards + Options + Help »

iLO - Device Bay 1
Processor Information

Management Processor Information

ILOUSET159329

Address 172.207 102

MAC Address 95:48:E1:5EF1:43
iLO3

Firmware Version 1.26 Jan 132012

iLO Remate Management

require an IL0 username or password to be

Web Administration
Access the iLO web user interface.

Integrated Remote Console

Clicking the links in this section will open the requested L0 sess

I your browser seftings prevent new popup windows from apening,

entered.

Access the system KM and contral Virtual Power & Media from a
Please note: this may not be supported on all operating systems. Plg

Remote Console
Access the system KM from a remote console. This requires a Ja
may not be supported on all opersting systems. Please check offici

8. IntheiLO Device Bay window, perform one of the following actions.

1) If you are using Internet Explorer, click Integrated Remote Console.

2) If you are using Firefox, click Remote Console.

© Copyright 2013 Hewlett-Packard Developme
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L3-10

Eﬂ ProLiant - 172.20.7.102
Power Switch  Virtual Drives  Keyboard Help

HP Proliant

Proc 1: Intel(R) Xeon(R) CPU E5430 53GHz

QPl Epeed_ 5.8

HP Power Profile Mode: Balanced Power and Performance
Power Regulator Mode: Dynamic Power Savings

Advanced Memory Protection Mode: Advanced ECC Support
Redundant ROM Detected - Th m contains a valid I:ucn:l::up system ROM
Inlet Ambient Temperature: 16 OF

Emulex 10Gb UNDI, PXE-2.0 BIOS v4.1.402.8
Copyright (C) 2006-2012 Emulex Corporation

Controller Stat nit done Cun'iguring Emulex Controller Using DMTF CLP
ny key to view Option ROM me:

F? = Selup F11 = Boot Menu
1024 x 768 POST Code: FE2C W] w]o]] 4 RC4 200

To verify the Emulex BIOS configuration was modified by the Server Profile you examine
the settings applied to the adapters by Virtual Connect. During the POST processing stage,
you will see a prompt to “Press any key to see POST Messages.”

Note: It is important to watch for the message and respond or you will have to go through the
boot process again.
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9. Press the <Space> bar or any other key to view the Option ROM messages.

-!';l‘? ProLiant - 172.20.7.102
Power Switch  Virtual Drives  Keyboard Help

iced
vl.28 Jan 13 20

Copyright (C) 2006

44 Pre: (Ctr1><P> for select (TM) Utility MHy

Controller#® Port#l Bas "Bl Je fun 100
Controller#® Port#Z Ba xFBC at Bu 2 Dev:00 Fun:01

Initializing ...D

Emulex OneConnect FCoE BIOS, Uersion 4.03a0
Copyright (c) 1997 Z Emulex. All rights reserved.

iguration

Using CLP data for CNA boot targets and port enablement.

Installing Emulex BIOS ......

<F9 = Setup>
720 x 400 POST Code: FE2C o] ‘& RC4 0e®

10. Watch for the Emulex OneConnect FCoE BIOS messages.

11. Press <Alt>-e or <Ctrl>-e as instructed on the screen to access the Emulex BIOS
configuration utility.

This utility displays and saves changes when selected.
You will be prompted to reboot for all changes to take effect.

Emulex Adapters in the System:

1. NC553i: Bus:0Z Dev:00 Func:02  WWPN: 50060B0000CZ27600
2. NC553i: Bus:0Z Dev:0® Func:03 WWPN: 50060B0000CZ7602

World Wide Port Numbers assigned by Virtual Connect
First two WWPNs from your VC-DEFINED range

Enter <Esc> to exit <PageDn> to Next Page
{t/1> to Highlight, <{Enter> to Select

12. Highlight the top adapter using the keyboard arrow keys and press <Enter> to view
its configuration.
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O1: NC553i: Bus#: 02 Dev#t: 00 Func#: 02
Mem Base: FBCOOOOO Firmware UVersion: 4.1.402.8 BIOS: Enabled
Port Name: 50060BOOOOCZ7600 Node Name: 50060BOOOOCZ7601
Ulan ID: 1001 DCBX mode: CEE mode

EnablesDisable Boot from SAN

Scan for Target Devices

Reset Adapter Defaults

Conf igure Boot Devices

Conf igure DCBX mode

Conf igure FCF CEE Parameters

Conf igure FCF CIN Parameters

Conf igure Advanced Adapter Parameters

Enter <Esc> to Previous Menu
{t/1> to Highlight, <Enter> to Select

13. Arrow down to Configure Boot Devices and press <Enter> to view its configuration.

01: NC5S53i: Bus#: 02 Devit: 00 Func#: 02
Mem Base: FBCOOOOO Firmware Uersion: 4.1.402.8 BIOS: Enabled
Port Name: 5S0060BOOOOCZ27600 Node Name: 50060BOEOOCZ27601
Ulan ID: 1001 DCBX mode: CEE mode

List of Saved Boot Devices:

Used 1000000 WWPN:50014380 ©4CIA6FB ] Primary Boot
Unused 1000000 WWPN:00000000 00000000 ]

Unused 1000000 WWPN : 00000000 0000OOO0

Unused 1000000 WWPN : 00000000 00O

Unused 1000000 WWPN : 00000000 00000000

Unused 1000000 WWPN: 00000000 00000000

Unused 1000000 WWPN 00000000 00000000

Unused 1000000 WWPN:00000000 00000000

1.
fac
3.
4.
B¢
6.
[
8.

{t/41> to Highlight, <Enter> to Select

14. Compare the WWPN displayed with the value you entered for Port 1 when you
configured the Boot from SAN settings in the server profile.

15. Press <Esc> twice to return to the Emulex Adapters in the System menu.
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This utility displays and saves changes when selected.
You will be prompted to reboot for all changes to take effect.

Emulex Adapters in the System:

1. NC553i: Bus:02 Dev:00 Func:02 WWPN: 50060B000OCZ7600
2. NC553i: Bus:02 Dev:00 Func:03  WWPN: S50060B0000C27602

Enter <Esc> to exit <PageDn> to Next Page
{t/4> to Highlight, <Enter> to Select

16. Use the arrow keys to choose the second adapter and repeat the previous steps to
view the WWPN of its target controller.

0Z2: NC553i: Bus#: ©2 Dev#: 00 Funct: 03
Mem Base: TFBBAOOOGO® Firmware Version: 4.1.402.8 BIOS: Enabled
Port Name: S0060BOOOOCZ7602 Node Name: 5S0060BOOOOCZ7603
Ulan ID: 1001 DCBX mode: CEE mode

List of Saved Boot Devices:

Used 1000000 WWPN:50014380 ©4CSA6FD :01 Primary Boot
Unused 1000000 WWPN:00000000 00000000 100
Unused 1000000 WWPN:00000000 00000000 100
Unused 1000000 WWPN : 00000000 00000000 100
Unused 1000000 WWPN:00000000 00000000 100
Unused 1000000 WWPN :00000000 000EOOO0 00
Unused 1000000 WWPN:00000000 00000000 100
Unused 1000000 WWPN :00000000 00OEOEOO 100

1.
fac
s
Gic
B¢
6.
[
8.

{ts/1> to Highlight, <Enter> to Select

17. Compare the WWPN displayed with the value you entered for Port 2 when you
configured the Boot from SAN settings in the server profile.

18. Press <Esc> three times to display the reboot prompt.
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Your changes have been saved.

Reboot the system for all changes to take effect.
REBOOT THE SYSTEM? (Y,/N):

19. Then type “Y” to reboot the system.

B Proliant - 1727021102
oo Toeltzh  rtonl Orives  Carpboassd

HP Proliant

1334 m P POST Code: FEIC I I- “ | 5y PO & eE

20. To verify that the HBA BIOS loads during the POST processing stage, watch again for
the prompt to “Press any key to see POST Messages.”

21. Press the <Space> bar or any other key to view the Option ROM messages.
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53 Prodiant - 1'T220.21.002
Eoweer Sevch  Wetusl Drives  Keylosed

ilex DneConnect FCoE BIDS. Yersion 4.087a7

opyright (c) 1397-20180 Emulex. All rights reserved.

Fress {Alt E» or <Ctrl E» to enter Emulex BIDS configuration
1tility. Press <s» to skip Emulex BIDS

lsing LLF data for CHA boot targets and port emnablement .
Installing Emulex BIOS

: Up
Hringing

Link Up : Physical Link
fAdapter 1 HCG5AI S Ib:a18p81 PCl Bus, Device, Function (82,880,807

DID:010F00 WWPN:S001438004C9A6F8  LUN:01

n.i.-._..r.-.-- & MC553j S ID:a16npai PCI Bus. Device. Function (82.88.83)

:i.rnnln-- BlOS 1stalled successfully???
slot @ arcag F4188 Controller

T 400 m|ale]=] L R4 ET I

22. View the messages that display to verify that the Emulex adapter BIOS is installed
successfully.

23. Wait for the server to boot from SAN and load the Windows OS.

Exercise 3 - Examine the Server’s Network Status

In this task, you verify that IP addresses have been assigned to the two FlexNICs of your blade server
through DHCP.

1.

Rev. 1.1

When the Windows login screen displays, move the mouse to the top of the iLO window and
click Keyboard > CTRL+ALT+DEL.

Log in to Windows with the credentials administrator / HP1nvent.

Click Start > All Programs > Administrative Tools > Server Manager.

In the Server Manager window, in the navigation pane, click Server Manager.

In right-side pane, click View Network Connections.

In the Network Connections window, right-click an active connection and click Status.

Right-click an active connection and in the drop-down menu, click Status.
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8. To verify that an IP address has been assigned to the server’s FlexNIC, click Details.

L3-16

B Local Area Connection Status ] x|

00:10:35
10.0 Ghps

s

Bytes:

m—kg'—w

) properties | % Disable | Diagnose |

17,069 | 6,037

_ G |

Notice that the Speed field corresponds to the Virtual Connect maximum speed for the
FlexNIC, not the minimum.

Network Connection Details | X
Network Connection Details:
Property | Value
Connection-speciic DN...
Description HP NC553 Dual Port FlexFabric 10Gb Co
Prysical Address D0-17-A4-77-7C-02
DHCP Enabled No
|Pvd Address 172.20.32.1
[Pvd Subnet Mask 255.255.0.0
[Pvd Default Gateway 172.200.1
IPv4 DNS Server 4222
[Prwd WINS Server
MetBIOS over Tepip En..  Yes
Linkdocal IPvE Address  feB0:dlbBedf1:a56:981%11
|PvE Default Gateway
IPwE DNS Server
J I »
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'=+. Administrator: Command Prompt ‘J_ujﬁl

icrosoft Windows [Uersion 6.1.7681] -
puright {c) 2089 Microsoft Corporation. All rights reserved.

sUserssAdmninistrator?ping 172.20.0.1

inging 172.20.0.1 with 32 bytes of data:

: bytes=32 time=515ms TTL=255
: hytes=32 time=2ms TTL=255

: bytes=32 time=2ms TTL=255

: bytes=32 time=2ms TTL=255

ing statistics §l!" 172.28.8.1:

[

Packets: Senl>= 4, Received = 4, Lost = B (Bx loss),.
pproximate pround trip times in milli-seconds:
Hinimum = 2Zms, Maximum = 515ms, Average = 138ms

sUserssAdninistrator

i | d W

9. Open a Command Prompt window and ping the default gateway using the address found in
the details window.

10. Close the application windows and exit the Remote Console.

Exercise 4 - Move the Server Profile to another Blade Server

In this task, you move the server profile, which is currently assigned to the first blade server, to the
second blade server. Before you can move a server profile, you must first power off the blade server
to which the server profile is currently assigned. Then, you reassign the server profile to the second
blade server and power on that second server.

In this task, to power off the server blade, you will use the power button feature from within Virtual
Connect Manager.

1. From the Virtual Connect Manager, in the navigation pane, click Server Profiles.

Define w Configure v Toolsv Help

Server Profiles

Showe: | Server Profiles n

Status | Profile Mame | Power | UID | Server Bay Assi | MAC L Metwark Ac Group Action

& Profile_BFS (%) @ {T) YC-DEFINED  VC-DEFINED  Default Edt [~ |

2. Inthe Server Bay Assignment column, click the link to the server.
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Define v Configure ~ Tools v Help v

POD21: Bay 1 (ProLiant BL460c G7)

Device Bay Status - Bay #1
Overall Status: D fol'4

Hardware Status: D Marmal
¥C Status: Dok
Az=zigned Server Profile: Profile_BFS
Enclosure Hame: POD21
@

Power Status/Control: I@- on

Momentary Prezss Pres= and Hold

3. To power off your server, click Momentary Press.

The server should now be powered off.

4. To reassign the server profile to a different blade server, in the navigation pane click Server
Profiles.

5. Under the Action column, click Edit.

6. Scroll down to the Assign Profile to Server Bay section, click the down arrow on the server
selection box and reassign the profile to the blade server in Device Bay 2.

7. Then click Apply & Close.

8. Power on the second blade server that now has the server profile assigned by clicking the
link to the server in the Server Profiles window. Click Momentary Press to power on the
server.

The server should now be powered on. The system personality should now be migrated to
the server in Device Bay 2. You should be able to verify that the Virtual Connect-defined
MAC and WWN addresses have in fact migrated to the second server.

9. You can use the procedures described in the previous steps to start an iLO Remote Console
session with the blade server in device bay 2 and verify Boot from SAN operation and
network connectivity.
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Summary

During this lab exercise, you used the Virtual Connect Manager to define a Virtual Connect server
profile that used the Boot from SAN (BFS) capability. The Virtual Connect SAN Fabrics you
implemented in the previous lab exercise were used for this activity. As part of the environment
preparation you deleted existing server profiles and defined a new profile with two FlexNIC
connections and two FlexHBA connections.

You verified the Windows host booted from SAN successfully and that you could ping the default
gateway for one of the VLANSs you also assigned to the server profile. Then, you moved the server
profile to another server bay of the Virtual Connect domain and verified proper operation for that

server.
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Lab 4A

Obijectives

After completing this activity, you should be able to:
= Define two redundant shared uplink sets (SUSs)
»  Delete two Virtual Connect (VC) networks

= Examine the status of the uplink ports

Introduction

In this lab, you will configure Virtual Connect to support two Shared Uplink Sets
(SUS) that will provide redundant access to the data center network. Each SUS will
have a pair of uplink ports (port trunk) assigned to it, uplinks initiated from each
module will be connected using Link Aggregation (LACP). In addition, each SUS will
support one untagged VLAN and several tagged VLANE.
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Network diagrams

S
IRF Stack
Upper A5820 #1 Lower A5820 #2
Used by SUS1-A = T Used by SUS1-B
active trunk ———» -+—— active trunk
bay 1 ports X5, X6 bay 2 ports X5, X6

Physical view of the LAN connections

In this lab, both port trunks are active because they are assigned to separate
SUSs. In additional, it should be noted that each SUS’ uplinks are split across
both network switches, this is accomplished as the switches are in a cluster,
using HP’s IRF technology. Additional uplinks could be added to improve uplink
bandwidth and network availability.
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m m | |frames, sxcept for
== | |native VLAN

Server applicalions
send/receive tagged

Beth NICs are:
* Untagged in VLAN 1

T T - Tagged in VLANS 10, 20,...
= O L L T T !

.
.
-
-
"
&
=
=
=
. P
=
="
Tl
a"
-
e
=1
"l

i Active,/ active oparation
since distinct SUS

assignments

=——-W—1| !
oriees T ot | s
L active trunk active trunk

-—To SW-1 ToS5W-2 —=

Logical view of the VC network configuration

SUS1-A uses the port trunk comprising the uplink ports from the VC FlexFabric

module in Bay 1; SUS1-B uses the port trunk comprising uplink ports from the VC

FlexFabric module in Bay 2. Because two separate collections of VC networks
are involved as a result of the SUSs, Virtual Connect allows each port trunk to
operate in an active state.
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Exercise 1 — Detining two redundant Shared Uplink
Sets

In this exercise, you will define two SUSs that will function as redundant networks.
This is accomplished by assigning the SUSs to the same uplink ports. As part of the
procedures for defining an SUS, you will assign uplink ports and will also define the
VLANSs the SUS will support. You will be able to define VLAN identifiers for various
VC networks that will comprise each SUS.

1. In the toolbar, click Define. Then in the drop-down menu, click Shared Uplink
Set.

) HP Virtual Connect Manager

Domain Status

=
Ethernet Network
B W "'i\' .ﬂ. ﬂ SAN Fabric
0 0 0 0 0

i) Domain Status

Shared Uplink
Server Profile

Wiews | snsnd

2. From the Define New Shared Uplink Set screen, follow these steps:
For the Uplink Set Name, enter PODnn-SUS1-A where nn is your POD ID.

Add the first external uplink port by clicking the Add Port section
<enclosure-name> Bay 1 > Port X5
(Linked)

Define v Configure ~ Tools =  Help v

Define Shared Uplink Set

Ethernet Shared External Uplink Set
POD21-SUS1-4

Extemal Uplink Ports

| Port Role ‘ Port Status Connector Type  Connected To

POD-21 A @ Linked 10 Gh SFP-DAC POD21 (Ten-GigabitEthemetlini?) @ Auto Delete

Bay 1: Port ¥5
Connection Mode: (3) Auto LACP Timer: (&) Domain Default, Short {1 s2c)
O Faiover O sShort (1 sec)

(O Long (30 s&c)

Add Port
POD-21 BEEX | Port 2 (NCOMPATIELE)
Bay 2 *| part X3 (INCOMPATIBLE)
Port ¥ (LINKED]
Part 7 (LINKED]]

Associated FCOE Network (VLAN tagged)

Associated Networks (VLAN tagged)
4+ add

W | Metwork Name ) Smart Link Private Metwark | Action
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C.

Add the second external uplink port by clicking the Add Port section
<enclosure-name> Bay 1 - Port X6

Define ~ Configure v Tools + Help ~

Define Shared Uplink Set

Uplink Set Mame

Ethernet Shared External Uplink Set

POD21-3US1-4

Extemal Uplink Ports

POD-21(enc): Bay 1: Port .. NA
POD-21(enc0) Bay 1 Part . NA

| Fort Rale ‘ Fort Status

Connector Type | Connected Ta | PID

Speed/Duplex

=)

D Linked 10Gh SFP-DAC 38:22 0F:35.66: M (Ten-Gie. (@ Auto

O Linked 10Gh SFP-DAC 30:22: 06 35:66:11(Ten-Gic '@' Auto

Connection Mode:

Add Port

Auta

POD-21 (enci)

Metwark

Mame Smart Link

Note

Both ports are from the VC FlexFabric module in Interconnect Bay 1.

3. These are the VLANs that will be configured within this SUS.
Network Name VLAN ID Native Smart Link
Default-VLAN-A 1 checked Checked
PODnn-VLAN10-A 10 Checked
PODnn-VLAN20-A 20 Checked
PODnn-VLAN30-A 30 Checked
PODnn-VLAN40-A 40 Checked
PODnn-VLAN50-A 50 Checked

Rev. 1.1
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These networks are essentially just VC networks that will be listed under the
Ethernet Networks folder of the navigation pane. In contrast to the VC networks
you defined in previous lab exercises, these VC networks will be “assigned” to
an SUS. That is, these networks are not simple vNets.

About the Native Parameter — Only one network can have the Native
option checked (that is, enabled in an SUS. This option indicates that the
VLAN carries untagged frames only. In general, a given physical or logical
link (port trunk) can transport at most one untagged VLAN. Hence, the SUS
assigned one or more uplinks must operate according to that fundamental
network rule.

About the Smart Link Parameter — In this configuration, the Smart Link
parameter is enabled on each of the VC networks that you define for this
SUS. Smart Link will monitor the state of the uplinks and will turn off
downlink ports to servers within Virtual Connect if all available uplinks
assigned to a VC network are down.

To add the Default network, click Add Network and then specify the information

from

the table.

Define + Configure ~ Tools v Help +

Define Shared Uplink Set

Ethernet Shared External Uplink Set
POD21-3U31-A

Extemnal Uplink Potts

|F'-:rt Role ‘ Part Stetus Connector Type | Connected To ‘ FID ‘ SpeedDuplex | Action

POD-21 A @ Linked 10 Gh SFP-DAC FOD21 (Ten-GigahitEthernet1/0/2) (U Auto Delete
By 1: Port X5
POD-21 A @ Linked 10 Gh SFP-DAC FODZ21 (Ten-GigahitEthernet2/0/3) :0 Autg Delete
Bay 1: Port X6
Connection Mode: (&) Autn LACP Timer: (&) Domain Default, Short (1 sec)

O Faiover (O short (1 sec)

Add Port

(O Long (30 sec)

POD-21

Associated FCoE Network (VLAN tagged)

Associated Networks (VLAN tagged)

+ Add

© Copyright 2013 Hewlet-Packard Development Company, L.P L4A-6
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5. Enter the name for the “Default” network, and then specify the information from
the table. Optionally, select Advanced and set the Preferred and Maximum
Speeds.

Associated Networks (VLAN tagged)

Would you like to add...
@ asingle Associated Netwark (O multiple Associated Netwarks

Metwork Mame s | Default-YLAN-2

caor [—__JJnone Lebele [ rype to st Network Labels

| Mative Smart Link ] Private Network I

Advanced Nebwork Settings

Sat preterred connection speed K]
Selected Speed m 2 Gh

0.1 Gh 10 Gh

B

Sat maimum connection speed K]
Selected Speed m 2 Gh

0.1 Gh 10 Gh

9

Scroll to the bottom of the page and Click Apply.

In the shared Uplink Sets Screen, select to Edit the SUS you just created as
additional Networks will be added to this SUS.

8. Under the Associated Networks (VLAN tagged) box Click ADD

Define = Configure ~ Tools v Help +

Edit Shared Uplink Set: POD21-SUS1-A

Ethernet Shared External Uplink Set
POD21-SUS1-A @

Extemal Uplink Ports

‘ Port Role: ‘ Port Status Connector Type | Connected To

POD-21 A @ Linked-Active 10Gh SFP-DAC FOD21 (Ten-GigabitEthernet iy @ Aute Delete
Bay 1: Port X5
POD-21 MNA @ Linked-Active 10 Gh SFP-DAC POD21 (Ten-GigabitEthernet2/0i3) '@ Autg Delete
Bay 1: Port X6
Connection Mode: (&) futo LACP Timer: (8) Damain Default, Shart (1 sec)

O Failover (O Short (1 sec)

(O Long (30 =ec)

Add Port
POD-21 ®

Associated FCoE Network (VLAN tagged)

Associated Networks (VLAN tagged) = |
-

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P L4A-7
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9. Under the Associated Networks (VLAN tagged) box Click ADD, when the
windows opens, select the “multiple Associated Networks” radio button. The
ability to create multiple networks in a single action was added to Virtual
Connect in firmware release 3.70. The Advanced Networks Settings feature
was added in release 4.01.

10. Scroll down and click Apply.

Edit Shared Uplink Set: POD21-SUS1-A

Associated Networks (VLAN tagged)

Would you like to add...

O a single Associated Netwnr%l @ rultiple Associated Netwnrkal

Rletwork hame |,,OD,21 VLAN ‘ +YLAN D + |,A

Sample network name. POD-21-YLANSO-A

WLAND(s) # |1ulzu,30‘40‘50 | a

Color l:l none Lebels | Tyne to acd Network [ abels

@ The Native YLAN setting supported only when adding or editing a single Associated Network

| Smart Link  [[] Private Metwark I

Advanced Metwork Settings

et preferred connection speed [

Selected Spead Gh

01 Gh 10 Gl

——————

Set maximum connection speed n
Selected Speed = ch
01 Gh 10 Gh

—®

Type network access group names

[[pefaut

11. After you complete the data entry, the Associated Networks section of the
window should display as follows.

Associated Networks (VLAN tagged)

| ] Smart Link
[ | Default-¥LAMN-A true false Edit [+
[] | POD-21-VLAN10-A 10 Talse true falze Edit |+
[] | POD-21-VLANZ0-A 20 false true false Edit |+
[] | FOD-21-V0LAN30-A 30 false true Talse Edit |+
[] | POD-21-V0LAN40-A 40 false true false Edit |+
[] | POD-21-YLANSO-A a0 | false true false Edit |+

12. Verify that Smart Link is enabled for each network, but Native is only enabled
for the first network (DefaultVLAN-A). The Click Apply.

Rev. 1.1 © Copyright 2013 Hewlett-Packard Development Company, L.P L4A-8
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13.

14.

15.

16.

To define the second Shared Uplink Set, we will COPY the SUS you just
created. In the Logical Configuration section of the navigation pane, click the
Shared Uplink Sets entry to go to the Shared Uplink Sets page.

In the Shared Uplink Sets window, Left click on SUS you just created and Click
COPY.

Shared Uplink Sets

External Connections Associated Hetworks

[— Canny e | Uplink Port

POD21-SUS1-A false O Linked-Active 10Gh  SFPDAC & POD-21: Bay 1: Port K5

3 Vinkad Active 10Gh SFP-DAC D POD-21: Bay 1: Port X6
Edit
+ fad add
Delete
= copy

Settings..
Global Settings..
About Adobe Flash Player 11.1.102.55. .

In the Shared Uplink Sets window, Left click on SUS you just created and Click
COPY.

In the “Copy Shared Uplink Set” dialog box, Chance the SUS Name to end in
“B”, select Replace “last” instance of “A” with “B”. Secroll down and under
ADD ports, Select ports X5 and X6 from Bay 2, Click OK

Copy Shared Uplink Set
@ shared Uplink Set Name

[ reme [POD21-5US1B ] ]

e Associated Networks (VLANS)

Eptate st~ instance(s) of | A | with | B | J

POD21.SUST.A  Cirigina/ POD21.SUS1.B  Cepy
Default-LAN-A Default-YLAN-B

POD-21-%LAN1TOD-A POD-21-VLANIO-B
POD-21-VLAN2O-A FOD-21-VLANZO-B
POD-21-VLAN30-A POD-21-VLAN30-B
POD-21-VLANAD-A POD-21-VLANAD-B
POD-21-VLANSD-A POD-21-VLANSD-B

€ External Uplink Ports

Pait | Port Role Port Stalus | Connector Tvpél Connected To

Connection Mode: () Auto LACP Timer: (%) Domain Defaut, Short (1 sec)
O Failover O short (1 sec)
O Long (30 sec)

dd Port

POD-21 » | Bay 1

¥

Port X2 (INCOMPATIELE) ||
L *|Port 3 (INCOMPATIBLE)
Port X5 (LINKED)
Port %6 (LINKED)
Port X7 (LINKED) Y
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Exercise 2 — Examining the status of the uplink
ports

1. In the navigation pane Hardware Configuration section, click <enclosure-name>
> Interconnect Bays. Then in the main window, click the Bay 1 (LAN+SAN) link,
which contains a VC FlexFabric module.

@ HP Virtual Connect Manager

e

(v) Domain Status  View Legend ..

Interconnect Bays

o ¥ o4 A 8 @
o o 0 0 o o

Find Configuration items. a

B usersiuthentication 4

Interconnect Bays Status

Local Users

LDAP Settings Interconnect Bays Summary
Radius Settings « Firmware Version

Bay 1 (LAN:SAN) (2 ok @ HPVCRexFabric 10Gb/24-Fort Module won  4012013-0521T17:12:132
TACACS+ Settings =1

Bay 2 (LAN:SAN) Dok @ HPVCRlexFabric 10Gb/24-Fort Nodule Won  4012013-05-21T17:12:132
Rale = .
SEL Certificate

S5H Administration

Web SSL Configuration
Ethernet
Fibre Channel

Server Serial umbers

Server Profiles
Ethernet Hetworks
Shared Uplink Sets
SAN Fabrics

Hetwork Access Groups

Overview
Bl pon-21
Interconnect Bays
Device Bays

4]
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2. Notice on the Uplinks Tab that Bay 1: Port X5 and Bay 1: Port X6, which are
assigned to Shared Uplink Set PODnn-SUS1-A, have the same LAG ID. This
shows that Virtual Connect has formed a Link Aggregation Control Protocol
(LACP) link aggregation group (LAG) with these two uplink ports. Also notice
that the uplink ports are both in the Active state, which you would expect
because they are in the same port trunk. If the LAG IDs are not the same or one
of the links is in standby, contact your instructor for assistance.

Define + Configure + Tools + Help~

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

Generalinformation L0 A ar MAC Address Table | IGMP Multicast Groups

Uplink Port Information { Enet )

Network(s) Connector Type | LAGID | Connected To Detailed Stats / Info
Port X3 Incompatible 0 Mo SFP-FC Unknow n () Detailed Stats / Info
Port X4 POD-21-vNet1 @ oK LinkedfActive 10 Gb SFP-DAC 26 POD21 (Ten-GigabitEthernet1/0/1) Detailed Stats / Info
Port X5 POD21-SUS1-A () gk Linked/Active 10 Gb SFP-DAC 25 POD21 (Ten-GigabitBthernet1/0/2) Detailed Stats / Info
Port X6 POD21-SUS1-A () oK Linked/Active 10 Go SFP-DAC 25 POD21 (Ten-GigabitBthernet2/0/3) Detailed Stats / Info
Port X7 Linked 10 Gb SFP-DAC WD _6ca2470b196e (X7) Detailed Stats / Info
Port X3 Stacking Link i oK Linked 10 Gb Internal 27 VCERXTW21120011 (X8) Detailed Stats / Info

SAN Fabric | Port Speed Setting | Connector Status | Connected To Detailed Stats / Info
X1 20:00:00:11:0a:02:2adc. SAN-A 3Gb Logged In 10:00:00:05:33:53:5c:ad  Detailed Stats [ info
2 20:01:00:11:0a:02:2adc SAN-A & Gb Logged In 10:00:00:05:33:53:5c:ad  Detailed Stats [ info

3. Repeat Step 1, choosing instead Bay 2, which contains the second VC Flex-
Fabric module.

Define ~ Configure ~ Tools » Help ~

Bay 2 (HP VC FlexFabric 10Gb/24-Port Module)

Generalinformation WL 0 A at MAC Address Table | IGMP Multicast Groups

Uplink Port Information { Enet )

Label | Network(s) Status Connector LAG Connected To Detailed Stats /
Type 1D Info

Port Incompatible 0 Mo SFP-FC Unknow n () Detailed Stats / Info

X3

Port POD-21-vMNet1 ) pK Linked/Standby 10 Gb SFP-DAC 26 POD21 (Ten- Detailed Stats / Info

X4 GigabitBthernet2/0/1)

Port POD21-5U51- O 0K Linked/Active 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats / Info

X5 B GigabitBthernet2/0/2)

Port POD21-SUS1-  (JpK LinkediActive 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats / Info

X6 B GigabitBthernet1/0/3)

Port Linked 10 Gb SFP-DAC VeD_Bca2470b196e (X7) Detailed Stats / Info

T

Port  Stacking Link 23 gk Linked 10 Gb Internal 27 VCERXTW21120010 (X8) Detailed Stats / Info

pti

Uplink Port Information { FC )

SAN Fabric | Port Speed Setting | Connector Status | Connected To Detailed Stats / Info
X1 20:00:00:11:0a:02:2a:dd = SAN-B 8 Gb Logged In 10:00:00:05:33:51:49:3d  Detailed Stais / Info
x2 20:01:00:11:0a:02:2a:dd  SAN-B 3Gb Logged In 10:00:00:05:33:51:49:8d  Detailed Stats [ Info

Similar to the first Shared Uplink Set, notice that Bay 2: Port X5 and Bay 2: Port
X6, which are assigned to Shared Uplink Set PODnn-SUS 1-B, have the same
LAG ID. This shows that Virtual Connect has also formed an LACP LAG with
these two uplink ports. If the LAG IDs are not the same or one of the links is in

standby, contact your instructor for assistance. Also, even though both Bay 1
and Bay 2 module SUS have the SAME LAG ID, all ports have and ID of 25,
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these are TWO separate link aggregation groups, one on module Bay 1 and
another on the module in Bay 2.

Like the other Shared Uplink Set, the uplink ports are both in the Active state, just
like those assigned to PODnn-SUS1-A. This is because this port trunk used by

PODnn-SUS1-B is distinct from the port trunk used by PODnn-SUS 1-A.

4.  While in the Bay 2 module page, take a look at some of the other tabs on this
page, such as Server Ports,

Define ~ Configure «

Tools =

Help

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

General Information Ve P MAC Address Table | IGMP Multicast Groups

Server Ports
Label

Bl Port d1
LOM1-a
LOM1-b
LOM1-c
LOM:1-d
a

LOMt1-a
LOM1-b
LOM1-c
LOWt1-d

Port d3

Port d4

Port d5

Fort d&

Fort d7

Fort d&

Rev. 1.1

DCC State: N/A, Ver.: N'A, Speed: 0 Mb

Device Bay 1 (ProLiant
BL460c GT)
Device Bay 1 (ProLiant
BL460c GT)
Device Bay 1 (ProLiant
BL460c GT)
Device Bay 1 (ProLiant
BL460c GT)

Portd2  DCC State: Available, Ver.: 1.0, Speed: 10 Gb

Device Bay 2 (ProLiant
BL460c GT)
Device Bay 2 (ProLiant
BL460c GT)
Device Bay 2 (ProLiant
BL460c GT)
Device Bay 2 (ProLiant
BL460c GT)

POD-21-
vNetl

SANA X1

Profile | Status

(¥ (¥
I..él..é
= =
= =

Mot Linked

Mot Linked

Mot Linked

Mot Linked

Linked

Logged In

Mot Linked

Mot Linked

Administratively
Disabled
Administratively
Disabled
Administratively
Disabled
Administratively
Disabled
Administratively
Disabled
Administratively
Disabled

© Copyright 2013 Hewlet-Packard Development Company, L.P

0 Mo

0 Mo

0 No

0 No

40G0-

10 Gb

40G0-

@ Gb
0 No

0 No

0 No

0 Mo

0 Mo

0 Mo

0 No

0 No

Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
Detailed
Stats / Info
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5. And MAC address Table etc.

Define ~

Configure ~ Tools v Help -

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

General Inform ation MAC Address Table [ i 1 mdem

MAC Address Table

Port
(cpu)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
(lag)
_ | {lag)

MAC Address Type
T8:AC:CO:72:F5:61 Other
38:22:06:35:5A:58 Learned
98:48:E1:72:4C:6F Learned
T8:ACCO7T2E:D8 Learned

T8:AC.CO:72:08:54 Learned
68:65:99:CAAEBD Learned

38:22:06:20:86:28 Learned
T8:AC.COT2:F5:67 Learned
T&ACCOT2:16:02 Learned
98:48:E1:5F-E1:A3 Learned
38:22:06:35:66:F7 Learned
95:4B:E1:76:97:33 Learned
36:22:D6:35:5A:4C Learned
98:4B8:E1:72:3C:23 Learned
38:22:D6:2D:75:28 Learned
38:22:D6:35:5E55 Learned
35:22:06:35:5E55 Learned
98:4B8:E1:72:3C:23 Learned
38:22:D6:2D:75:28 Learned
38:22:06:35:66:F7 Learned
98:4B8:E1:76:97:38 Learned
98:48:E1:5F-E1:A3 Learned
98:48:E1:5F-C0:63 Learned

THACCOT2:16:02 Learned
68:65:99:CAAEBD Learned

38:22:06:20:86:28 Learned
TeACCOT2:16:0E Learned
ToACCOT2:06:54 Learned
T8:AC.CO7T2E5:D8 Learned
68:65:99:CAAEBD Learned
95:4B:E1:5F:C0:63 Learned

LAG

EHREEHNEENNNEENENEENNENENYENNYEY

VLANID

alaf- =2

Metwork

POD-21-VLAN20-A
Default-V LAKN-A
Default-V LAN-BEs
Default-\ LAN-Bs
Default-V LAN-Bs
POD-21-vNet1
POD-21-VLAN20-Bs
Default-V' LAN-Bs
POD-21-vNet1
Default-\ LAN-Bs
POD-21-vMet1
POD-21-VLAN40-Bs
Default-V LAN-BEs
POD-21-vNet1
POD-21-vMet1
Default-\' LAN-Bs
POD-21-vNet1
Default-\ LAN-Bs
POD-21-wMet1
Default-V LAN-Bs
Default-V LAN-BEs
Default-V LAKN-A
POD-21-whet1
POD-21-vNet1
Default-V LAN-BEs
Default-V LAKN-A
POD-21-vMet1
POD-21-vNet1
Default-V LAN-A
POD-21-wMeti

LAG Membership Table

Uplink Port(s)

encl:1lag26 X4
encl:1lag25s X5 X6
encl:1:lag27 X8

© Copyright 2013 Hewlet-Packard Development Company, L.P
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Exercise 3 — Creating a server profile

Rev. 1.1

In this exercise, you will create a new server profile to be configured with multiple
networks and SAN connections. This server profile will be used to connect an ESX
host to the network. For this exercise, you will use the server in Bay 9 of you ¢7000

enclosure.

1. Open a web browser and access the Virtual Connect Manager home page.

Important

In the previous LAB if you created a server profile and assigned networks to it,
that profile should still be applied to the server in Bay 2 and booting to SAN.

Do NOT delete that profile

2. In the Virtual Connect Manage Home page, click Define Server Profiles.

Define ~ Configure ~ Tools v Help -

HP Virtual Connect Home

Manage
Server Profile Wizard

Define Server Profile =" ==

Serial Mumber Settings

View
All Server Profiles
Assigned Server Profiles
Unassigned Server Profiles

Manage
Advanced Netw ork Settings
Define a Netw ork
= Define a Shared Uplink Set
Metw ork Setup Wizard

Define Netw ork Access Group
Quality of Service(QoS)

View
Port Menitoring
Metw ork Settings
SNMP Settings
Quality of Service(QoS)

Web S5L Configuration
Backup Domain Cenfiguration
Restore Domain Configuration
Local User Accounts

Manage View
o Fibre Channel SAN Fabrics Fibre Channel Settings
b . Fibre Channel Setup Wizard SNMP Settings
Define SAN Fabric
Manage View
SSL Certificate System Log

LDAP Server Settings
55H Administration
RADIUS Settings
TACACS+ Settings
Role Management

© Copyright 2013 Hewlet-Packard Development Company, L.P
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3. Create new server profile as shown in the graphic below. In the Ethernet
Adapter Connections box, elick ADD to add four additional NICs, for a total
of 6 NICs. Connect the Ports (NICs) as follows;

Dfie = Costigure = Tools = Mg =

Edit Server Profile: £sx9

© FREFERRED WOMD-10Gh  USE-BOS  Mone BT Ad-TT50-08 LOM 1.3 = Ray 18]

O PREFERRED MWOMb- 1060 USROS Most B0 74775000 LoM D8 => Bay 283

MUk Netwerss.. 1 @ rROFORRED WotAlocaled  USEROS Moo 001 T-A-1T-50-00 REM1-6 == Dy 1

MuRpk Networks 4 O FREFERRED Mot Adocated USE-BOS  Nong D04 T AL TT 5006 LOM J.c u» Bay TdAv3

FO0-21-VLANI 07 O PREFERAED MotMdocaled  UEEBIOS  Mone BOAT-ATT5040 LOM A == By 1 ik

POO-TIVLANI -8 @ PREFERRED MetAlocaled  USEDOS  Noew OO0 T T 150412 LOM 0= By 2iek [P
<+ ke
ISCSI HBA Connections |+ |
FCoE HEA Connections -]
Fort | Connech{ FC AN IFCOE Nefveork Hame Seatus | Port Speesd Typa

1 Bl (SN ] D PREFERRED 408 S0E0B00 00 G220 001744 77-50-06 LM,
2 Dyl | SAND £ & PREFERRED 400~ 8 € S0 0000 0002 02108 001 F-A4-TT-80-07 LOMZ.  [eistn

4. Connect the SAN ports to SAN-A and SAN-B.

5. NIC Ports 3 and 4 are connected to Multiple VLANS, as shown in the following
two graphics. When multiple networks are connected to a server NIC port
using the Multiple Networks connections, the VLAN tags are forwarded to the
server NIC. One VLAN could be defined as untagged. NIC port 3 is
connected fo networks associated with POD-xx-SUS 1-A which uses uplinks from
Bay 1.

Define ~ Configure ~ Tools ~ Help ~

Edit Server Profile: ESx-9

ESX.9 CXO000KO1 afief1616-1924-4401 -8bSh-12a8287do8h2

Ethemet Adapter Connections

Server VLAN Tag to viet Mappings n

Force the same WLAN mappings a5 in the Shared Uplink Set | pop21-sust-a, - I
Hetworks not in mapping Hetworks in mapping {4 mapped; limit is 162)

Alphabetical | Filterad Dirag and drop networks to Inclide them or remave them from the mapping

whlet Name

[Al AC DF Gl I WO PR SY WI 03 48 79 |

POD-21-VLANZ0-A Q@ 20 O

i DefalltVLAN-A @ POD-21-VLAN0-A @ 30 O
i POD-21-VLANI0-A [+] POD-21-YLAMA0-& [#] 40 O
POD-21-VLANSD-A @ 50 O

= List = Detail
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6. NIC port 4 is connected to networks associated with PODxx-SUS 1-B which uses

uplinks from Bay 2.

Define » Configure v Tools v  Help v

Edit Server Profile: ESX-9

ESH-O WCHO000KD1

abed B18-1924-4401 -3hSh-12a8257 doSh2

Ethemet Adapter Connections

Server VLAN Tag to vNet Mappings n

Force the same YLAN mappings az in the Shared Uplink St | popz1-s051-8 E I

Metworks not in mapping

HNetworks in mapping {4 mapped; limit is 162)

Alphabetical | Filtered Drag and drop nebworks 1o inciuds them or remave them from the mapping.
[All AC DF &I I MO PR 3% WZ 03 46 79 | u
POD-21-VLANZO-B ] 20
o' Defaulbvian @ o POD-21-YLAN30-B @ 30
s POD-21-VLANI0-B @ POD-21-YLANAD-B @ a0
POD-21-VLANSO-B ] a0
= List | = Detal

Apply the network configuration, assign the profile to the server in Bay 9.

Power on the server in Bay 9 and open an ilO connection to it. Once the server

boots to ESXi, Press F2 on the ESX server screen and log in to ESXi as “root”

with the password “hpinvent”.

172.20.0.1.

Power Switch  Virtusl Crives  Keyboard  Help

System Customization

Conf igure Password
Conf igure Lockdown Mode

Conf igure Management Network
Restart Management Network
est Management Network
Disable Management Network
Restore Standard Switch

Conf igure Keyboard

View Support Information
View System Logs
Troubleshooting Options

Reset System Configuration
Remove Custom Extensions

<UpsDoun> Select

UMware ESXi 4.1.€

F20 % 400

© Copyright 2013 Hewlet-Packard Development Company, L.P

Select TEST Management Network and verify a successful PING to the address

Test Management Network

a brief network tes

Enter>.

this tes
to ping the configu

By default t will attempt
default
gateway, ping tl gured primary
and alternate [ , and

resolve the configured hostname
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10. From Windows, log in to vCenter using the “Windows session credentials” and
find your POD, under Student PODs. Verity that vCenter can see your ESXi host.
Select the host and Click on the Configuration tab, then select Networking and

verify that ALL SIX NICs are connected as shown below.

<

) () CommandView, cinetwarking.lab
= [B <1 Metworking Lab
B [ Infrastructure

POD-5B1

[ poD-se2

B [y Infrastructure Cluster
@ infra-esx1.cinetworking.lab
[@, infra-ssx2.cinetworking.lab
3 3PAR-IMC
s bt
5 b2

(G Fusion Beta 2 Pass 4b
{3 Fusion BetaZ Pass 5b
5 mC

{5 ROP

& 151

i 152

T3 vsa-1

T vsa-2

udect BOD:

w
B

L
[ PoD-21
Bl [ |esxpod-21-8 cinetworking lsb

& Podz1-vmi

G Pod2i-vmz

() Podz1-vm3

B o022

@ esxopod-22-8.cnetworkng b oot res

=] @ POD-23
@ crxpod-23-g.cinetworkig. b (not res:
B [ Pop-24
[ emr-pod-24-8.cinatwarking.ab (not rest
B [ PoD-25
B [ esrpod 255 cetworking.lab (ot resz
& Foddsvm] fdconnected
B FoBZSwm2 (dirconnected)
Pod25-vm3 (disconnected)
= [ PoD-26

ol

esx-pad-21-9.cinetwarking.lab YMware ESXi, 4.1.0, 348481

Hardware

Processors
Memary

Storage
Networking
Storage Adspters
Metwork Adapters
Advanced Settings
Fower Management

- Configuration S

View: |vSphere Standard Switch  vSphere Distributed Switch

Networking

Software

Licensed Features

Time Configuration

DS and Routing

Authentication Services

Fower Management

Yirtual Maching Startup(Shutdown
Yirtual Machine Swapfils Location
Security Profils

Host Cache Configuration
System Resource Allocation
Agent YM Settings

Advanced Settings

4 Standard Switch: vSwitch

Wirtual Maching Port Group
L3 WM Mebwork.

WMkemel Port
{7 Management Network
ki) : 172,20,21.2

Standard Switch: vSwitchl

Whkemel Port
L3 WMatian
vkl 192,168.10.21

Standard Switch: vawitchz
Wirtual Machine Port Group
L3 WLAN-50
YLAN D 50

Wirtual Machine Port Group
£ WLAN-40

Remave...

Physical Adaptars

Fraperties. .

o B vmnicl 10000 Ful (3
o B vrnicd 10000 Ful | (3

Q.

Remove, ..

Froperties. .

o B vmnic4 10000 Ful (3

Bhysical Adsprars
QD o B vronicS 10000 Full | (1

Remave..,

Physical Adapters

@ ®

B 1 virtual machine(s) | YLAN ID: 40

Podz1-vm3

Wirtual Machine Port Group
A WLAN-30

@ B

B 1 virtual machineds) | WLAR 10: 30

Podz1-vm2

B

Praperties. .

o B vonic2 10000 Ful £
« B vonic3 10000 Full | 3

~

11. Time permitting, you can optionally start one of the VMs on this server, then
move the VM between VLANs and verity that Virtual Connect is trunking the
configured VLANSs to this vSwitch.

12. Once complete, shut down the ESX host gracefully and close the iLO session.
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Exercise 4 — Deleting the server Profile and VC
networks

In this exercise, you will ALL previously created Profiles and Networks that were
created in earlier labs as they will not be required in the next lab.

1. Open a web browser and access the Virtual Connect Manager home page.

2. In the navigation pane Logical Configuration section, click Server Profiles.

Logical Configuration
Server Pruﬁlg[:

Ethernet Hetworks
Shared Uplink Sets

SAH Fabrics

Hetwork Access Groups
Hardware Querview

POD-21

3. In the Server Bay Assignment column, click the link to the server in Bay 1.

Define + Configure v Tools ~ Help »

Server Profiles
Shiow: | Server Profiles n
Status | Profile Matme | Poweer | LID Server Bay Assignment
) =
& Esx9 ! 'Q' POD-21: Bay 9 (ProLiant BLAE0C G7)
] =
i pon21_m It '@' POD-21: Bay 2 (ProLiant BL4E0C GT)
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4. Click Momentary Press to power-off the server. Repeat these steps to shut down

all servers.

Define + Configure v Tools » Help =

POD-21: Bay 2 (ProLiant BL460c G7)

Device Bay Status - Bay # 2

Overall Status: 2ok
Hardware Status: (2 Normal
VC Status: Dok

Assigned Server Profile: POD-21_01

Enclosure Name: POD-21

|®.

Power Status/Control: -ﬂ_;-:- on .
Momentary Press ] Press and Hold

5. In the Connections section in the navigation pane, click Server Profiles to go to

the Server Profile page.

Connections
Server Profiles
Ethernet Hetworks
Shared Uplink Sets
SAH Fabrics
Hetwork Access Groups
| Hordwore
Overview
B rop-21
Interconnect Bays

Device Bays

6. Ensure all servers have shut down, if they don’t shut down right away, log in
their iLO and verify that the OS is shutting down, shutdown manually through the

iLO if needed. The do the same for the remaining profiles.
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Left click on the ESX profile, the expose the “blue bar”, right click on the blue bar
area and select Delete to delete the profile.

Define ~ Configure ~ Tools v Help ~

Server Profiles

Shaw: | Server Profiles n

O Esx9 3 A e e
Edit

D@ poD-21_M add
Delete
Copy

poLiant BLAG0C G7) WC-DEFIMED

joLiant BLAG0C G7) WC-DEFINED

Settings...
Global Settings...
About Adobe Flash Plaver 11.1.102,55...

As will require the use of uplinks X4 from each of the FlexFabric modules for the

next lab, we will need to delete the network created in an earlier lab, POD-xx-
vNet1.

In the left tree view, select Ethernet Networks, in the right pane scroll down to
expose the network POD-xx-vnet1, where xx=your POD ID. Left click on the
network o expose the Blue Bar, then right click and select Delete.

Ethernet Networks

== | Delete Y Filter

Status| Ethernet

[0 © PoD-M-VLAH40-A ENET @ poD21-SUST-A (40) (=Nl SFP-DAC (2) £t [+]
O © PoD-21-vLAH4-B ENET @ poD2i-SUS1-B(40) @ SFPDAC (2) Edt (=)
[0 © Pop-21-viaNsO-A ENET @ POD21-SUS1-A (50 [ Neil SFP-DAC(2) £t [~]
[J ©@  pon-21-vLaHS-B enET @ poz-sustB D @@ SFPDAC (2 £t (=) H
. e o o soce
Edit =
—] Add —
Delete
2 pop-21-vnd J (/)
[ Settings...
: . Global Settings. ..
# Edit fif D8 ppout Adobs Flash Player 11.1.102.55...
T
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In this lab, you created two independent Share Uplink Sets (SUSs), each using uplink
ports from a separate VC FlexFabric module. PODnn-SUS 1-A uses two uplink ports
from the FlexFabric module in Bay1, and PODnn-SUS 1-B uses two uplink ports from
the VC FlexFabric module in Bay?2.

By defining the SUSs in this manner, you have set up separate and redundant
connections from Virtual Connect to the upstream switches. When a server profile is
assigned these SUSs, the NICs can connect to VLANs accessed through each VC
Ethernet module. This enables you to create an active/active uplink scenario.

Alternatively, you could have created a single SUS and assigned both of these port
trunks to the same SUS. However, this would have provided an active/standby uplink
scenario.

With the Enhanced VLAN Capacity parameter enabled, which is the current setting
in your VC domain, you can create an SUS that contains all the VLANs you might
potentially present to a collection of servers. Then you can present selected VLANSs to
each operating system instance running on the server when you have an
implementation involving a vSwitch such as with VMware ESXi. The vSwitch can
separate the VLANs and present them to the guest operating system instances. By
using Mapped VLAN Tags and an SUS, you minimize the number of uplink ports
required for such a situation.

Normally, Virtual Connect tags all frames presented to the server NICs by an SUS —
unless the Native check box is selected for one of the networks. In such a case, any
untagged frames leaving the server would be placed on the network designated as

the native VLAN.

You then deleted the all server profiles and network created in an earlier lab.

© Copyright 2013 Hewlet-Packard Development Company, L.P L4A-21



Implementing Shared Uplink Sets (with FCoE)

Lab 4B

Obijectives

After completing this activity, you should be able to:
= Define two shared uplink sets (SUS’)

= Add FCoE networks to the SUS’

= Assign FCoE connects to a server profile

= Examine the status of the uplink ports

Note: This lab includes the steps required to configure Virtual Connect release 4.01 for Dual
Hop FCoE. The switches currently provided in this LAB environment do not support Dual Hop
FCoE, therefore the final steps of proving connectivity will not be provided, however; the steps
for configuring a Nexus switch for Dual Hop FCoE are provided in the LAB Appendices.

Introduction

In this lab, you will configure Virtual Connect to support two SUSs that will provide
redundant access to the data center network and SAN Fabrics for FCoE connections.
Each SUS will have one uplink port assigned to it. In addition, each SUS will support
one untagged VLAN, several tagged VLANs and one tagged FCoE VLAN.

Virtual Connect Dual Hop FCoE

Dual-Hop FCoE support is a new feature provided in firmware release 4.01. This new
feature allows the FCoE traffic to be propagated out of the enclosure to an external
bridge which will handle the conversion of FCoE to FC traffic.

This feature is described as FCoE Dual Hop because there are two FCoE ‘hops’
between the server and the storage — the VC Module and the external FCoE -> FC
bridge that connects the HP Virtual Connect modules to the storage. No additional
external bridges are currently allowed in this configuration in order for Virtual
Connect to guarantee the lossless of the FCoE connection.

Virtual Connect Requirements

Dual-Hop FCoE with HP Virtual Connect is currently supported with the following
modules when running Virtual Connect firmware release 4.01 or later:

e HP Virtual Connect FlexFabric 10Gb/24-port Module
e HP Virtual Connect Flex10/10D Ethernet Module

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P L4B-1
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Converged Shared Uplink Sets (SUS) Details and

Restrictions

e FCoE-capable Shared Uplink Sets (SUS) can contain both the FCoE network
and non-FCoE networks.

e FCoE-capable SUS can support port aggregation (802.3ad).
e FCoE-capable SUS can support only one FCoE network.
e FCoE-capable SUS must always contain ports from a single VC module.

Note: For Multi Enclosure (ME) environments, all corresponding ports in remote
enclosures will be included in the same SUS. (e.g. selecting encO:bay1:X1 means
bay 1:X1 in all remote enclosures is also included).

Port limitations

e The VC FlexFabric modules can only support FCoE on uplink port X1 to X4.
e The VC Flex-10/10D modules can support FCoE on ALL uplink ports (X1-X10)

VC FlexFabric 10Gb/24-port VC Flex-10/10D

X1-X4 X1-X10
Uplink ports available Uplink ports available
for FCoE connection for FCoE connection

Note: SFP+ LR transceivers are not supported on FCoE VC uplinks.

Virtual Connect Limitations

e Only Dual-Hop FCoE is supported by HP at this time

e Only Active/Active SUS configurations are supported for FCoE

e Stacking of a FCoE configured SUS is not supported

e FCoE-capable Shared Uplink Set (SUS) can be used to allow concurrent
Ethernet and FCoE traffic, but only one of the networks in the SUS can be an
FCoE Network

e Only one FCoE network can be associated with any single set of uplink ports

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P L4B-2
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Dual-Hop FCoE Split FC & Ethernet at Top of Rack FCoE switch

FCoE switchin FCoE switchin
gateway or FCF gateway or FOF

mode mode

C7000 with
VCin FIP
snooping mode

Virtual Connect SUS configuration when using FCoE

Converged-SUS defined to pass
FCoE traffic and traditional

3 VC Ethernet networks
Ethernet traffic

FCoE Lossless Network

LACP
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Active-Active FCoE Virtual Connect Configuration

FCoE ToR

FCoE ToR
Switch 2

Switch 1

Lossless Ethernet Network

Active

Active
FCoE

VC Domain 3

FCoE ToR FCoE ToR
Switch 1 Switch 2

I ﬂ VC Domain 3

Note: FCoE-capable Shared Uplink Sets must always contain ports from a single VC

module in order to maintain the SAN-A/B isolation.
FCoE-capable Shared Uplink Set configuration support

FCoE ToR

FCoE ToR
Switch 2

Switch 1

VC Domain i

FCoE ToR FCoE ToR
Switch 1 Switch 2
Pre Y e

FCoE Y‘
& - 1 r
i VC Domain i

Note: FCoE-capable Shared Uplink Sets must always be connected to a single Top

of Rack switch in order to maintain the SAN-A/B isolation.
© Copyright 2013 Hewlet-Packard Development Company, L.P L4B-4
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FCoE-capable Shared Uplink Set LACP configuration support

FCoE ToR FCoE ToR
Switch 1 Switch 2
Lossless
Ethernet
Network
Active Active

b

Ethernet forwarding through a
link aggregation can break

VC Domain SAN A/B separation

FCoE ToR FCoE ToR

Switch 1 Switch 2
all
3
AN

Lossless Ethernet
. Network .
Active |[acp |ac] Active

VC Domain

Network diagrams

Example of Physical view of the LAN connections
FC Target

FCoE Capable Switch — with SAN
Connectivity

Prod 802.1Q Trunk

(VLANs VLAN 1, 10,20,30,40,50)

FCoE-SUS1-A Enc0:Bay1:X4 FCoE-SUS1-B Enc0:Bay2:X4
VLAN 1, 10.20,30,40.50 VLAN 1, 10.20,30,40,50

Default-VLAN-A Default-VLAN-B -

‘Connected to uT vmnicO wymnict
VLAN 1 My || ey
W EEs 61065 | |s-1068" A
fmmﬂ WA || pemnic2 [ vmnic3
oeb " ¢ an‘.'g

7

G
E«m used a || e

FCOE Connections B
10 SAN 4 %’
4-8Gb" B||4-8Gb" B

Virtual Connect Domain

o
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In this lab, both port trunks are active because they are assigned to separate SUSs.
Although it is not done in this lab, additional uplinks could be used to increase
uplink bandwidth and provide additional availability.

FCoE-SUS 1-A uses the port trunk comprising the uplink port X4 from the VC
FlexFabric module in Bay 1; FCoE-SUS1-B uses the port trunk comprising uplink port
X4 from the VC FlexFabric module in Bay 2. Because two separate collections of VC
networks are involved as a result of the SUSs, Virtual Connect allows each port trunk
to operate in an active state.

Exercise 1 — Defining two redundant Shared Uplink
Sets for use with FCoE Networks

In this exercise, you will define two SUSs that will function as redundant networks
and provide support for both Ethernet and FCoE connections. As part of the
procedures for defining an SUS, you will assign an uplink port and will also define
the VLANs the SUS will support, as this is a FlexFabric module, FCoE is only
supported on Ports X1-X4, you will use port X4 on each module. You will be able to
define VLAN identifiers for various VC networks that will comprise each SUS.

1. In the toolbar, click Define. Then in the drop-down menu, click Shared Uplink
Set.

) HP Virtual Connect Manager

Domain Status

Ethernet Network
ORI AT 2 SAM Fabric
] ] ] ]

) Domain Status

Shared Uplink
Server Profile

Wiews | s2rend

2. From the Define New Shared Uplink Set screen, follow these steps:

a. For the Uplink Set Name, enter FCOE-SUS1-A.
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b.

Add the first external uplink port by clicking the Add Port section
<enclosure-name> Bay 1 > Port X4 (Linked)

Define ~ Configure v Tools = Help v

Define Shared Uplink Set

Ethernet Shared External Uplink Set

FCoE-SUS1T-A

Extemal Uplink Ports -]

Connection Mode: (8) Auto LACP Timer: () Domain Default, Short (1 sec)
(O Failover () Short (1 zec)
() Long (30 sec)
Add Port
POD-21 # |Bay 1 # [Port X3 (INCOMPATIBLE)
By 2 = | Part ¥ (LINKED)
Port X7 (LINKED)
Associated FCOE Network (VLAN tagged) -]
+ aau
Associated Networks (VLAN tagged) -
=+ add
| VLAN ID | Mative ‘ Smart Link rival rork | Action

~ ln tha Acenrintad FOCAF Nlahinarvle kavy CLiAL ADN AnA ~vAantA tha FC E

Define Shared Uplink Set

red

Ethernet Shared External Uplink Set

POD21-3US1-4

Extemal Uplink Ports - |

| Part Role st o cled
FOD-21{enc0): Bay 1: Port ... NA 2 Linked 10 Gh SFP-DAC 38:22:lE: 35:66:11(Ten-Gig @- Auta De\
POD-21(enc): Bay 1 Port . NA O Linked 10Gh SFP-DAC 3622 35 66+ Ten-Gi; (@ Auto De\ o

Connection Mode:

Add Port

St [-] =

POD-21 (enci)

Cancel

Note
The port above is from the VC FlexFabric module in Interconnect Bay 1.
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4. These are the VLANs that will be configured within this SUS.

Network Name VLAN ID Native Smart Link
VLAN1-A 1 checked Checked
VLAN10-A 10 Checked
VLAN20-A 20 Checked
VLAN30-A 30 Checked
VLAN40-A 40 Checked
FCoE-A 50 N/A

These networks are essentially just VC networks that will be listed under the
Ethernet Networks folder of the navigation pane. In contrast to the VC networks
you defined in previous lab exercises, these VC networks will be “assigned” to

an SUS. That is, these networks are not simple vNets.

e  About the Native Parameter — Only one network can have the Native
option checked (that is, enabled in an SUS. This option indicates that the
VLAN carries untagged frames only. In general, a given physical or logical
link (port trunk) can transport at most one untagged VLAN. Hence, the SUS
assigned one or more uplinks must operate according to that fundamental

network rule.

o  About the Smart Link Parameter — In this configuration, the Smart Link
parameter is enabled on each of the VC networks that you define for this
SUS. Smart Link will monitor the state of the uplinks and will turn off
downlink ports to servers within Virtual Connect if all available uplinks

assigned to a VC network are down.

© Copyright 2013 Hewlet-Packard Development Company, L.P
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To add the Default network, click Add Network and then specify the information
from the table.

Define Shared Uplink Set

Ethernet Shared External Uplink Set

FCoE-SUS1-4
Extemal Uplink Ports - |
ole s us Co o
Bay 1:PartX4  MA POD-21 @ Linked 10Gh  SFP-DAC POD21 (Ten-GigabilEthemstt o) @ Auto Delete
Connection Mode: LACP Timer: (8) Domain Default, Shart (1 sec)
O short (1 sec)
(O Long (30 sec)
Add Port
Bay 1 3
Asseciated FCoE Network (VLAN tagged) =
# Edit {if Delete
Hetwork Hame: FCoE-2 VLAHID: S0

Associated Networks (VLAN tagged)

Mative:

Smart Link

5.

Enter the name for the “Default” network, and then specity the information from

the table. Optionally, select Advanced and set the Preferred and Maximum
Speeds.

Define Shared Uplink Set

Associated Networks (VLAN tagged)

| @ a single Associated Netwark IO multiple Associated Metwarks

Metwork Mame s | VLAR -4

color [ Jnane

Lakels ‘ Tioe o add Network Labels

Mative Smart Link  [_] Private Metwark
[#] Advanced Metwork Settings
et preferred connection speed [

Selcten s,aae

0.1 Gh 10 Gh
P

Set meximum connection speed a
Selected Speed

04 Gh

6. Scroll to the bottom of the page and Click Apply.
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7. In the shared Uplink Sets Screen, select to Edit the SUS you just created as
additional Networks will be added to this SUS.

8. Under the Associated Networks (VLAN tagged) box Click ADD

Define ~ Configure ~ Tools ~ Help

Define Shared Uplink Set

Ethernet Shared External Uplink Set
FCoE-SUS1-4

Extemal Uplink Ports

‘ Port Roles ‘ Enclosure ‘ Port Status Connector Typs| Connected To ‘ FID | Spesd/Duplex | Action
Bay 1:Port X4 NA POD-21 @ Linked 10Gh  SFPDAC POD21 (Ten-GigahitEthernet!/0i1) '@ Auto Delete
Connection Mode: LACP Timer: (%) Duimain Default, Short (1 sec)

O Shart (1 zec)
(O Long (30 sec)

Add Port

Bay 1 »

Associated FCOE Network (VLAN tagged)

# Edit {iir Delete
Hetwork Hame: FCoE-& VLANID: 50

Associated Networks (YLAN tagged)

Smart Link

9. Under the Associated Networks (VLAN tagged) box Click ADD, when the
windows opens, select the “multiple Associated Networks” radio button. The
ability to create multiple networks in a single action was added to Virtual
Connect in firmware release 3.70. The Advanced Networks Settings feature
was added in release 4.01.
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10. Scroll down and click Apply.

Define + Configure » Tools ~ Help -

Define Shared Uplink Set

Would you like to add...
O a single Associated Netwnrl ® multiple Associated Nelwurksj

Netwark Name [vLan FVLANID + g,

Sample petwork pame: WLANGO-A

10,2030 40 | B

WLAN D) st

alar |:| none Labels | Tyne to add Network [abels

1) The Mative WLAN setting supported only when adding or editing a single Associated Metwork

| smart Link ] Private Metweark I

advanced Metwork Settings

Set preferred connection speed n
Selected Speed: | 5 B9 ob

w
0.1 Gh 10 Gh

pr——l

Set maximum connection speed n
. r
Selected Speed: & ch

0.1 Gh 10 Gh

e e

11. After you complete the data entry, the Associated Networks section of the
window should display as follows.

Associated FCoE Netwerk (YLAN tagged)

" Edit il Delete
Hetwork Hame: FCoE-A VLAHID: 50

Associated Networks (VLAN tagged)

[ | | Metwwark Mame: L | Metive Smart Link

[ | viant-A 1 true true false Edit [+]
[ | VLANTO-A 10 false true false Elit |:\
[ | vLanzo-A 20 false true false Edit [+)
[ | viAN30-A 30 false true false Edit [+]
[ | vianao-A 40 false true false Edit [+]

Cancel

12. Verify that Smart Link is enabled for each network, but Native is only enabled
for the first network (Default-VLAN-A). The Click Apply.
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13. To define the second Shared Uplink Set, we will COPY the SUS you just
created. In the Logical Configuration section of the navigation pane, click the
Shared Uplink Sets entry to go to the Shared Uplink Sets page.

14. In the Shared Uplink Sets window, Left click on SUS you just created and Click
COPY.

Shared Uplink Sets

External Connections Associated Hetworks
Sha k Sel

Connector Type: ‘Llphnh Part
] POD21-SUS1-A false @ Linked-Active 10Gh  SFP-DAC @ poD-21: Bay 1: Port ¥5 Edit [~
@ Linked-active 10Gh  SFPDAC @ POD-21: Bay 1: Part X6
@ @ ron21sus1B false @ Linked-active 106Gh  SFPDAC @ POD-21: Bay 2 Port X5 Esit (=)
@ Linke-Active 106Gk SFP-DAC @ poD-21: Bay  Part ¥6
@ @ FcoEsust-A true D Linked-Active FCOE Active  10Ch  SFP-DAC @ POD-21: Bay 1 Port X4 =
Edit
+ Add add
Delete
= =
Settings. .
Global Settings. .
About Adobe Flash Flayer 11.1,102.55...

15. In the Shared Uplink Sets window, Left click on SUS you just created and Click
COPY.
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16. In the “Copy Shared Uplink Set” dialog box, Change the SAS Name to end in

“B”, select Replace “last” instance of “A” with “B”. Secroll down and under
ADD ports, Select port X4 from Bay 2, Click OK

Copy Shared Uplink Set

@ shared Uplink Set Name

| Name | FCoE-SUS1-B | :l

e Associated Networks (VLANS)

Eplace last = instancels) of| A |with | B D

FCOE-SUS1-A  Originar FCOE-SUS1-B  Copy
WLANT-A WLANT-B
WLANTO-A LAN1O-B
WLANZO0-A WLANZ0-B
WLAN3O0-A “LAN30-B
LAMAD-B wLANAO-B
FCoE-A FCoE-B

e External Uplink Ports

Port o | Port Role

Connects

Connection Mode: LACP Timer: @ Comain Default, Short (1 sec)
() short (1 zec)
O Long (30 zec)

Add Port
Bay 1 + [Fort X3
S 2 | port 14

17. In the Shared Uplink Set s window, Left click on SUS you just created and Click

18.

COPY.

In the “Copy Shared Uplink Set” Table view, not that the new Shared Uplink Sets
are present, along with the original Shared Uplink Sets created earlier. Also,
notice the difference between the Shared Uplink Sets, under the “Has FCoE”
column, the New SUS’ have FCoE active

Define v~ Configure ~ Tools v Help v

Shared Uplink Sets
External Connections

Sef Comnector Type | Uik Port
@ @ Ppon21-sUst-A false @ 10Gh  SFP-DAC @ POD-21: Bay 1: Port XS Edt [+
O Linked-Active 10 Gh SFP-DAC O POD-21: Bay 1: Port X6
© @ Pponx-sUs1B talse @ | Linked-active 10Gh  SFP-DAC @ POD-21: Bay Z Port X5 Edtt [+
O Linked-Active 10 Gh SFP-DAC O POD-21: Bay 2 Port XB
O :o FCoE-SUS1-A true O Linked-Active FCoE Active 10 Gh SFP-DAC O POD-21: Bay 1: Port X4 Edt [+
@ @ FcoE-sUS1B true (] 106b  SFP-DAC ) POD-21: Bay 2 Port ¥4 Edit [+
+ Add
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Exercise 2 — Examining the status of the uplink
ports

1. In the navigation pane Hardware Configuration section, click <enclosure-name>
> Interconnect Bays. Then in the main window, click the Bay 1 (LAN+SAN) link,
which contains a VC FlexFabric module.

@ HP Virtual Connect Manager

e

(v) Domain Status  View Legend ..

Interconnect Bays

o ¥ o4 A 8 @
o o 0 0 o o

Find Configuration items. a

B usersiuthentication 4

Interconnect Bays Status

Local Users

LDAP Settings Interconnect Bays Summary
Radius Settings « Firmware Version

Bay 1 (LAN:SAN) (2 ok @ HPVCRexFabric 10Gb/24-Fort Module won  4012013-0521T17:12:132
TACACS+ Settings =1

Bay 2 (LAN:SAN) Dok @ HPVCRlexFabric 10Gb/24-Fort Nodule Won  4012013-05-21T17:12:132
Rale = .
SEL Certificate

S5H Administration

Web SSL Configuration
Ethernet
Fibre Channel

Server Serial umbers

Server Profiles
Ethernet Hetworks
Shared Uplink Sets
SAN Fabrics

Hetwork Access Groups

Overview
Bl pon-21
Interconnect Bays
Device Bays

4]
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Implementing Shared Uplink Sets (with FCoE)

2. Notice that Bay 1: Port X4 which is assigned to Shared Uplink Set FCoE-SUS1-A
and is Active with FCoE.

Define ~ Configure + Tools v Help~

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

e Uplink Ports MAC Address Table | IGMP Multicast Groups

Uplink Port Information { Enet )

Label | Metwork(s) | Status Connector LAG Connected To Detailed Stats /
Type 11} Info

Port Incompatible 0 Mp SFR-FC Unknow n () Detailed Stats /

X3 Info

F\:lrtl FCoE-SUS1-A () oK Linked/Active/FCoE I 10 Gb SFP-DAC 26 POD21 (Ten- Detailed Stats /

x4 Active GigabitEthernet1/0/1) Info

Port POD21-SUS1- () gk Linked/Active 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats /

X5 A GigabitEthernet1/0/2) Info

Port POD21-SUS1- (0 oK Linked/Active 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats /

X6 A GigabitEthernef2/0/3) Info

Port Linked 10 Gb SFP-DAC VeD_Bca2470b196e (X7) Detailed Stats /

X7 Info

Port  Stacking Link (2J oK Linked 10 Gb Internal 27 WCEFXTW21120011 (X8) Detailed Stats /

] Info

SAN Fabric | Port Speed Setting | Connector Statuzs | Connected To Detailed Stats / Info
X1 20:00:00:11:0a:02:2a:dc SAN-A 3Gb Logged In 10:00:00:05:33:53:5c:ad  Defailed Siats [ Info
x2 20:01:00:11:0a:02:2a:dc SAN-A 3Gb Logged In 10:00:00:05:33:53:5c:ad  Defailed Siats [ Info

3. Repeat Step 1, choosing instead Bay 2, which contains the second VC Flex-
Fabric module.

4.  While in the Bay 2 module page, take a look at some of the other tabs on this
page, such as Server Ports.
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Exercise 3 — Creating a server profile

Rev. 1.1

In this exercise, you will create a new server profile to be configured with a single
network connection and an FCoE Storage connection to the SAN. This server profile
will be used to connect a a locally booted Windows host to the network. For this
exercise, you will use the server in Bay 1 of your c7000 enclosure.

Open a web browser and access the Virtual Connect Manager home page.

| Important

As previously stated, the switches connected to this lab do not support dual hop

FCoE, so proving the connection will not be possible at this time.

In the Virtual Connect Manage Home page, click Define Server Profiles.

Define ~ Configure

Tools v Help v

HP Virtual Connect Home

Manage
Server Profile Wizard
Define Server Profile
Serial Mumber Settings

View
All Server Profiles
Assigned Server Profiles
Unassigned Server Profiles

Manage
Advanced Netw ork Settings
Define a Netw ork
Define a Shared Uplink Set
Metw ork Setup Wizard
Define Netw ork Access Group
Quality of Service(QoS)

View
Port Menitoring
Metw ork Settings
SNMP Settings
Quality of Service(QoS)

Web S5L Configuration
Backup Domain Cenfiguration
Restore Domain Configuration
Local User Accounts

Manage View
o Fibre Channel SAN Fabrics Fibre Channel Settings
b . Fibre Channel Setup Wizard SNMP Settings
Define SAN Fabric
Manage View
SSL Certificate System Log

LDAP Server Settings
55H Administration
RADIUS Settings
TACACS+ Settings
Role Management
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6. Create new server profile as shown in the graphic below. In the Ethernet
Adapter Connections box Assign Port 1 VLANT-A and Port 2 to VLAN1-B.
Connect the FCoE HBA ports to FCoE-A and FCoE-B, assign the profile to Bay 1
and Click Apply.

Define Server Profile

Frofile

T Ty 7o

Profe 1 cind_|=] B

Ethemet Adapter Connections

1 WLANLA & PREFERFED USEROS Hona VC-DEFINED

@ vame O PREFERRED USEB0S Mane WC-DEFINED

+ e

iBCSI HBA Connestions

Port | etk e S0 Pert Speend Typs Boat Sating At -
+ o

FCeE HBA Connactions

Pori | Corracts £ SAN 1Pl Network Horas | Trpe Stnbus  Port Spsed Tyge e ha =
1 syl FCOE-A FCOR ) PREFRRFED VC-DEFINGD VC-DEFNGD

@ Bl FooEB FGOE D PREFERRED Vi DEFINED Vi DEFINED [
+

7. As the Upstream switch is not configured for FCoE connections, the SAN
connections will present in an error state.

Summary

In this lab, you created two independent Share Uplink Sets (SUSs), each using uplink
ports from a separate VC FlexFabric module. FCoE-SUS 1-A uses one uplink port from
the FlexFabric module in Bay1, and FCoE-SUS1-BB uses one uplink port from the VC
FlexFabric module in Bay?2.

By defining the SUSs in this manner, you have set up separate and redundant
connections from Virtual Connect to the upstream switches. When a server profile is
assigned these SUSs, the NICs can connect to VLANs accessed through each VC
Ethernet module. This enables you to create an active/active uplink scenario.

You then define an FCoE VLAN within each SUS and created a Server profile to
utilize both the LAN and FCoE connections.

This lab was intended to show the steps required to configure Virtual Connect release
4.01 to utilize FCoE (Dual hop) to an external switch that supports FCoE connections.
The Appendix that follows this lab provides the commands required to configure a
Nexus 5000 switch to support these connections.

Rev. 1.1 © Copyright 2013 Hewlet-Packard Development Company, L.P L4B-17



HP Discover 2013 — HOL2653 Virtual Connect 4.01 Hands-On Student Guide

Appendices

Dual-Hop FCoE with Nexus 5xxx Series ToR switch
in FCF mode

The Nexus switches operate as Fiber Channel Forwarders (FCF). This is the default
Cisco Nexus 5xxx Series switches mode, it's also called the fabric mode. In this
mode, the switch provides standard Fibre Channel switching capability and features.

Figure 1 - Cisco Nexus 5xxx switches operating as FC Forwarder (FCF)

FC
Storage
Array

N_Port

Native FC

Lossless Ethernet network

Native FC
P FC
F ai N
TNben SIS Storage
s Y00 Array
Server Virtual Connect Nexus 5xxx Cisco
(ENode) (FIP Snooping mode) Series MDS
(Fabric Mode)
! > |
Dual-Hop FCoE
FCoE ——
FC —

FCF mode recommendations:

Nexus switches must either bridge to native FC infrastructure or directly connect to
FC/FCoE-based Storage devices. Refer to the Cisco Nexus or Storage vendor
interoperability Matrix.

When bridged to a native FC infrastructure, it is mandatory to use Cisco MDS
directors or fabric switches in order to provide interoperability between fabrics.
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Figure 2 - Physical view

FC Storage Array

FCSAN A FCSAN B

Cisco MDS Series
SAN Switch

Nexus 5xxx Series
ToR Switch using
Fabric Mode

FCoE
HP Virtual Connect FlexFabric
or Flex-10/10D modules

iF

Requirements

Minimum NX-OS version 5.2(1)N1(3).
FCoE requires the Nexus Storage Protocols Services license (FC_FEATURES_PKG).

Note: The license is an option which is activated when the Nexus switch is shipped from
Cisco.

Guidelines

To increase the FCoE traffic identification and to better control the span of this traffic
over the Ethernet network, it is recommended to use different FCoE VLANs and
VSANSs numbers between the two fabrics.

The FCoE VLAN should be dedicated to FCoE traffic (i.e. it should not carry IP
traffic).

The FCoE VLAN must not be configured as a native VLAN (the VLAN that carries
untagged traffic on trunk ports, by default VLAN 1).
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Interfaces connecting to VC must be configured as trunk ports and STP edge
ports. (STP does not run on FCoE VLANs between FCFs (VE_Ports) but does run on
FCoE VLANSs towards the host (VF_Ports)).

Nexus configuration when using a single VC to Nexus link

Details about the configuration:
e Interfaces eth1/5 are connected to the VC modules.
e Interfaces fc2/1 are directly connected to Cisco MDS 9148 switches.
e VLAN IDs 200 and 201 are used for the FCoE networks.

e VLAN IDs 1, 10 and 20 are the standard Ethernet networks (non-FCoE
networks).

e The vic interface (virtual Fibre Channel interface) binds to eth1/5.

Figure 3 - Physical diagram

3PAR
Storage Array

WWN:
20:53:00:02:ac:00:15:9d

WWN:
21:53:00:02:ac:00:15:9d

. Native

..... - == CiscoMDS Ethernet
s =z 9148 T

Native

Fibre Channel

VLAN1,10,20 VLAN 1,10,20

eth1/17 eth1/17
FCF SwitchA . : FCF SwitchB
Nexus-5010 Nexus-5010

eth1/5 eth1/5
FCoE VLAN 200 FCoE VLAN 201
VLAN 1,10,20 VLAN 1,10,20
FCoE /DC(B

VC FlexFabric [ i VC FlexFabric
Bay1 g | s R o A Bay 2
wwn: L wwn: FCoE/D(B —
50:06:0b:00:00:¢3:1a:20 50:06:0b:00:00:¢3:1a:22 Fc —
HP BladeSystem c7000 LAN
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Nexus switch-A configuration

e Upgrade the first Nexus switch with minimum System version 5.0(2)N2(1) (enter: show version)
Enable FCoE on the switch:

o] conft
o] feature fcoe
e Map a VSAN for FCoE traffic onto a VLAN:
o] vlan 200
o] fcoe vsan 200

e (Create a virtual Fibre Channel interface to carry the FCoE traffic through eth1/5:

o] interface vfc 2005
o bind interface ethernet 1/5
o no shutdown
e (reate the VLANSs for the IP traffic:
o] vlan1,10,20
e (reate a trunk on the interface to pass the FCoE (VLAN 200) and Ethernet traffic (VLAN 1,10,20):
o interface Ethernet1/5
o description FCoE uplink to FlexFabric
o switchport mode trunk
o switchport trunk allowed vlan 1,10,20,200
o spanning-tree port type edge trunk
e Assign the vfcinterface to the appropriate VSAN:
o] vsan database
o vsan 200
o] vsan 200 interface vfc 2005
o Configure the interface connected to the datacenter LAN:
o interface eth 1/17
o] switchport mode trunk
o switchport trunk allowed vlan 1,10,20

e Configuration of the zone:
a. Create zones:

o] zone name fcoe-zone vsan 200

o] member pwwn 21:53:00:02:ac:00:15:9d {This is the WWN of the first 3PAR controller port}

o member pwwn 50:06:0b:00:00:c3:1a:20 {This is the WWN of the Blade FlexFabric Adapter port 1}
b. Create zoneset:

o] zoneset name zoneset1 vsan 200

o member fcoe-zone

¢. Activate zoneset:
o] zoneset activate name zoneset1 vsan 200
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Nexus switch-B configuration

e Upgrade the second Nexus switch with minimum System version 5.0(2)N2(1) (enter: show version)

e Enable FCoE on the switch:
o conft
o feature fcoe

e Map a VSAN for FCoE traffic onto a VLAN:

(0]
(0]

vlan 201
fcoe vsan 201

e (reate a virtual Fibre Channel interface to carry the FCoE traffic through eth1/5:

(0]
0]
(0]

interface vfc 2005
bind interface ethernet 1/5
no shutdown

e (reate the VLANSs for the IP traffic:

o

vlan 1,10,20

e (reate a trunk on the interface to pass the FCoE (VLAN 200) and Ethernet traffic (VLAN 1,10,20):

[0}
(0]
(0]
(0]
(0]

interface Ethernet1/5

description FCoE uplink to FlexFabric
switchport mode trunk

switchport trunk allowed vlan 1,10,20,201
spanning-tree port type edge trunk

o Assign the vfc interface to the appropriate VSAN:

(0]
(0]
(0]

vsan database
vsan 201
vsan 201 interface vfc 2005

e Configure the interface connected to the datacenter LAN:

(0]
(0]
(0]

interface eth 1/17
switchport mode trunk
switchport trunk allowed vlan 1,10,20

o Configuration of the zone:
a. Create zones:

(0]
(0]
(0]

zone name fcoe-zone vsan 201
member pwwn 20:53:00:02:ac:00:15:9d {This is the WWN of the second 3PAR controller port}
member pwwn 50:06:0b:00:00:c3:1a:22 {This is the WWN of the Blade FlexFabric Adapter port 2}

b. Create zoneset:

(0]
(0]

zoneset name zoneset1 vsan 201
member fcoe-zone

c. Activate zoneset:

(0]

Rev. 1.1

zoneset activate name zoneset1 vsan 201
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Nexus configuration when using a port channel between VC and
Nexus

Details about the configuration:

o Interfaces eth1/5 and eth1/6 are connected to the VC modules.

0 Interfaces fc2/1 are directly connected to Cisco MDS 9148 switches.

o VLAN IDs 200 and 201 are used for the FCoE networks.

o VLAN IDs 1, 10 and 20 are the standard Ethernet networks (non-FCoE networks).

o The vfc interface (virtual Fibre Channel interface) binds to the Port Channel 200 configured with eth1/5

and eth1/6.

Figure 4 - Physical diagram
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Nexus switch-A configuration

e Upgrade the first Nexus switch with minimum System version 5.0(2)N2(1) (enter: show version)
e Enable FCoE and LACP on the switch:

o] conft
o] feature fcoe
o feature lacp
e Map a VSAN for FCoE traffic onto a VLAN:
o] vlan 200
o] fcoe vsan 200

o (reate a port channel with eth1/5 and eth1/6 with the same LACP Timer as defined by default in the Virtual Connect
Domain:

o Interface ethernet 1/5
o] channel-group 200 mode active
o lacp rate fast
o interface ethernet 1/6
o] channel-group 200 mode active
o lacp rate fast
e (reate the VLANS for the IP traffic:
o vlan 1,10,20
e (Create a trunk on the port channel interface to pass the FCoE (VLAN 200) and Ethernet traffic (VLAN 1,10,20):
o interface port-channel 200
o switchport mode trunk
o switchport trunk allowed vlan 1,10,20,200
o spanning-tree port type edge trunk
o (reate a virtual Fibre Channel interface to carry the FCoE traffic through the port channel:
o] interface vfc 2005
o] bind interface port-channel 200
o] no shutdown

e Assign the vfc interface to the appropriate VSAN:

o vsan database
o] vsan 200
o] vsan 200 interface vfc 2005
o Configure the interface connected to the datacenter LAN:
o interface eth 1/17
o switchport mode trunk
o switchport trunk allowed vlan 1,10,20

o Configuration of the zone:
a. Create zones:

o] zone name fcoe-zone vsan 200

o member pwwn 21:53:00:02:ac:00:15:9d {This is the WWN of the first 3PAR controller port}

o member pwwn 50:06:0b:00:00:c3:1a:20 {This is the WWN of the Blade FlexFabric Adapter port 1}
b. Create zoneset:

o zoneset name zoneset1 vsan 200

o] member fcoe-zone

c. Activate zoneset:

o zoneset activate name zoneset1 vsan 200
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Nexus switch-B configuration

e Upgrade the first Nexus switch with minimum System version 5.0(2)N2(1) (enter: show version)
e Enable FCoE and LACP on the switch:

o conf t
o] feature fcoe
o feature lacp
e Map a VSAN for FCoE traffic onto a VLAN:
o vlan 201
o] fcoe vsan 201

e (reate a port channel with eth1/5 and eth1/6 with the same LACP Timer as defined by default in the Virtual Connect
Domain:

o Interface ethernet 1/5
o channel-group 200 mode active
o lacp rate fast
o interface ethernet 1/6
o channel-group 200 mode active
o lacp rate fast
o (reate the VLANSs for the IP traffic:
o vlan 1,10,20
o (reate a trunk on the port channel interface to pass the FCoE (VLAN 200) and Ethernet traffic (VLAN 1,10,20):
o interface port-channel 200
o switchport mode trunk
o switchport trunk allowed vlan 1,10,20,201
o) spanning-tree port type edge trunk
e (reate a virtual Fibre Channel interface to carry the FCoE traffic through the port channel:
o] interface vfc 2005
o bind interface port-channel 200
o no shutdown

o Assign the vfcinterface to the appropriate VSAN:

o vsan database
o vsan 201
o vsan 201 interface vfc 2005

e Configure the interface connected to the datacenter LAN:

o interface eth 1/17
o switchport mode trunk
o switchport trunk allowed vlan 1,10,20

o Configuration of the zone:
a. Create zones:

o zone name fcoe-zone vsan 201

0 member pwwn 20:53:00:02:ac:00:15:9d {This is the WWN of the second 3PAR controller port}

o member pwwn 50:06:0b:00:00:c3:1a:22 {This is the WWN of the Blade FlexFabric Adapter port 2}
b. Create zoneset:

o] zoneset name zoneset1 vsan 201

o] member fcoe-zone

c. Activate zoneset:

(o} zoneset activate name zoneset1 vsan 201
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Configuring Virtual Connect QoS
lab 5

Obijectives

After completing this activity, you should be able to:
= Configure Virtual Connect for QoS

Introduction

In this lab, you will configure Virtual Connect for QoS support. The default
configuration for Virtual Connect is QoS pass-through. In this lab you will enable
QoS with Lossless FCoE. to support two SUSs that will provide redundant access to
the data center network. Each SUS will have a pair of uplink ports (port trunk)
assigned to it. Each SUS will support one untagged VLAN and several tagged
VLANS.

In addition, QoS will be configured within Virtual Connect to coincide with the QoS
configuration of the upstream switch.

Network diagrams

Rev. 1.1

FC Target

e ]} e e

FCoE Capable Switch — with SAN FCoE Capable Switch — with SAN
Connectivity Connectivity

Prod 802.1Q Trunk Prod 802.1Q Trunk

(VLANs VLAN 1, 10,20,30,40,50) (VLANs VLAN 1, 10,20,30,40,50)

IFCnE IFEGE

FCOE-SUS1-B Enc0:Bay2:X4
N 1, 10,20,30,40,

o .

FCoE-SUS1-A Enc0:Baj y1)u
VLAN 1, 10,20,30,40,50

D o -

Physical view of the LAN connections

In this lab, both port trunks are active because they are assigned to separate SUSs.
Although it is not done in this lab, additional uplinks could be used to increase
uplink bandwidth and provide additional availability.
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FCoE-SUS 1-A uses the port trunk comprising the uplink port X4 from the VC
FlexFabric module in Bay 1; FCoE-SUS1-B uses the port trunk comprising uplink port
X4 from the VC FlexFabric module in Bay 2. Because two separate collections of VC
networks are involved as a result of the SUSs, Virtual Connect allows each port trunk
to operate in an active state.

Exercise 1 — Configuring QoS

To change the QoS config type inside the GUI you need to visit the Quality of
Service (QoS) section from the configuration bar. All changes in this area have VC
domain wide responsibilities.

Configure ~ | Tools ~

Help +

Domain Settings
Ethernet Metwork Settings n
sFlow Settings
Quality of Service(QoS)
IGMF'%Znings ) View
E Wizard All Server Profiles
cors ot Songs (720 b
Serial Mumber Settings g g
Local User Accounts
Certificate Administration
TVTEAT T View
Advanced Network Settings Port Monitoring
Define a Network MNetwork Settings
Define a Shared Uplink Set SNMP Settings
Network Setup Wizard Quality of Service(Qo5)

Define Metwork Access Group
Quality of Service(QoS)

Under the QoS section you select the QoS configuration type. This specifies the QoS
operation mode. The default mode is “Pass-through”. If FCoE is not being used,
select Custom (without FCoE Lossless), by doing so, you free up an extra queue that
would normally be assigned to Lossless FCoE. However; if FCoE connections have
been created or will be used, then select Custom (with FCoE Lossless). For this lab,
select Custom (with FCoE Lossless)

Quality of Service(QoS) a
QoS Configuration Type: |passtrough %
Pazsthrough
Custom (with FCoE Lossless) -L‘I

Custom (without FCoE Lossless)

Note: You cannot switch to Custom (without FCoE Lossless) when the domain has a
fabric associated with an FCoE capable interconnect module, a Shared Uplink Set
has an associated FCoE network, or a server profile has an FCoE connection.

© Copyright 2013 Hewlet-Packard Development Company, L.P L5-2



Configuring Virtual Connect QoS

Configuring the QoS Traffic Class

The next section is only available when you have not chosen the “Custom (with
Lossless FCoE)” QoS configuration type. Once selected, you will see the following
menu option where you have the possibility fo enable specific queues, define the
minimum and maximum bandwidth per queue and the associated 802.1p (COS)

priority.
GUI QoS Configuration Type
QoS Configuration Type: | custom [with FCoE Lossless) n
o
7
Traffic Classes
Max Share Egress DOT1P Priority  |Enabled

FCoE_Lossless Per Connection*® Per Fabric™ 3

Best_Effort 65 100 o

Medium O 25 100 2
Class1 O 0 100 0 O
Class? O 0 100 0 O
Class3 O 0 100 0 O
Class4 O 0 100 0 O
Real_Time 10 10 5
* For the FCoE_Lossless traffic class, the Share is based on the profile connection configuration and the Max Share is based on the fabric configuration.

The “Share” parameter defines the available bandwidth per output queue. The sum

of all individual Share values must be 100. If you add more bandwidth to a specific
queue the requested bandwidth is deducted from the “Best_Effort” traffic class. The

“Best_Effort” Share is therefore not changeable because it automatically receives the
remaining unallocated bandwidth.

GUI QoS bandwidth share

QoS Configuration Type: | custom (with FCoE Lossiess) o]
Traffic Classes Ingress Traffic Classifiers

Traffic Classes

Max Share Egress DOT1P Priority |Enanled

FCoE_Lossless Per Connection® Per Fabric*® 3

Best Effort 65 100 0

Medium O 25 100 2
Class1 0 0 100 0 O
Class2 O 0 100 0 O
Cia O 0 100 0 O
Class4 | 0 100 0 |
Real_Time 10 5

* For the FCoE_Lossless traffic class, the Share is based on the profile connection configuration and the Max Share is based on the fabric configuration

Note: For the “FCoE_Llossless” traffic class the “Share” is based on the FCoE HBA
configuration inside a server profile and must also be considered.

Note: The “Share” parameter cannot be zero for enabled traffic classes.
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With the “Max Share” parameter you can specify the maximum bandwidth per
traffic queue. By default all vales are configured to 100 which means that 100% of
the uplink or serverlink bandwidth could be used when other queues do not
consume there guaranteed bandwidth.

GUI QoS bandwidth Max Share

QoS Configuration Type: | custom (with Feot Losskess) o] I | reset |2
Traffic Classes Ingress Traffic Classifiers
Traffic Classes a
|Re.a| Time: | Max Share Egress DOT1P Priority |Emhled

FCoE_Lossless Per Connection® Per Fabric* 3

Best_Effort 65 100 0

Medium O 25 100 2
Class1 O 0 100 1 O
Class2 O 0 100 0 O
Class3 O 0 100 0 O
Class4 O 0 100 0 O
= : .
* For the FCoE_Lossless traffic class, the Share is based on the profile connection configuration and the Max Share is based on the fabric configuration.

Note: Max Share must be >= Share

Each individual Traffic class has an associated 802.1p (COS) priority. If some 802.1p
values (0-7) are not assigned to a specific traffic class, the traffic class gets processed
by the “Best_Effort” class. All other Traffic Classes can only be used by one 802.1p
priority.

GUI QoS Egress Priority

QoS Configuration Type: [ custom (win Feot Lossiess) )
Traffic Classes Ingress Traffic Classifiers

Traffic Classes

|ReaIT|me ‘ Egress DOT1P Priority ‘Embled

Per Fabric*
100
100

Per Connection*
685

HO0O0O0Ox

* For the FCoE_Lossless traffic class, the Share is based on the profile connection configuration and the Max Share is based on the fabn

Note: Please make sure that if you use FCoE on uplinks, the FCoE traffic from the
upstream device is already marked with an 802.1p value of 3 when it reaches the
VC module as you cannot change this setting in Virtual Connect.
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Exercise 2 - Contiguring the QoS Ingress Traffic
Classifier

In this section you can define what QoS marking will be trusted when packets are
received and how the 802.1p and DSCP mapping is handled.

GUI QoS Ingress Traffic Classifier
noross Tyt Casitors |

Ingress Traffic Classifiers

Classification for uplinks |DOTIP -
Classification for downlinks |DSCPDOTIP* [

*When DSCP and DOT1P are both in use, DSCP wil be used to classify IP traffic and DOT1P will be used for non-IP traffic.

DOT1P Mapping

Ingress DOT1P Value |Trafﬁc Classes | Egress DOT1P Priority

0 | Best_Effort [~] 0

1 [Best_Effort [~ ] 0

2 [Medium = | e

3 (Non-FCoE traffic) | Medium | - | 2

3 (FCoE traffic) FCoE_Lossless 3

M - - -

You must first you specify what priority values you trust when packets are received
from the up- or downlinks (server-links).

You have the choice to select between:
e 802.1p (COS value inside the Layer2 VLAN tag)
e DSCP (Differentiated services code point inside a Layer 3 IPv4 header)

e DSCP/802.1p (When DSCP and DOT1P are both in use, DSCP will be used
to classify IP traffic and DOT1P will be used for non-IP traffic)

GUI QoS bandwidth max share

Ingress Traffic Classifiers

Classification for uplinks x

. - .| DOT1P
Classification for downlink -
DSCP
*When DSCP and DOT1P are both in to cla
DSCR/DOTIP *
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Exercise 3 - Contiguring the QoS Ingress Traffic

Mappings

You can overwrite the egress 802.1q field based on the ingress 802.1p or DSCP
values. In the next two screenshots you can see how to map the marked ingress
traffic to a specific VC Traffic Class. The system will then automatically apply the

corresponding egress 802.1p value fo this traffic.

GUI QoS 802.1p mapping

~

DOT1P Mapping
Ingress DOT1P Value |Trafﬂ|: Clazses

0 Best_Effort
1 Best_Effort
2 Medium

3 (Non-FCoE trafficy | Real.Time

3 (FCoE traffic) Chas= ]

4 IEfaUﬁZI“(Disabled)
5 Real_Time
8 Real_Time
T Real_Time

o

L T

-]

| Egress DOT1P Priority

Note: Non FCoE traffic with an 802.1p value of 3 is enforced to use a different

value. This is done to protect FCoE against other traffic.

GUI QoS DHCP mapping

> 1]

<Hl o |

DSCP Mapping
Ingress DSCP Value |Trafﬁ|: Clazses
DSCP 10, AF11 Best Effort I,
DSCP 12, AF12 Best_Effort -
DSCP 14, AF13 iy
DSCP 18, AF21 HEELImE
DSCP 20, AF22 Classt
DSCP 22, AF23 ,Cw e
DSCP 26, AF31 Medium
DSCP 28, AF32 [ Medium
DSCP 30, AF33 [ Medium
DSCP 34, AF41 [ Medium
DSCP 36, AF42 [ Medium
DSCP 38, AF43 Wedium
DSCP 46, EF Real_Time
DSCP 0, CS0 Best_Effort
DSCP 8, CS1 Best_Effort
DSCP 16, £52 [ Medium
DSCP 24, C53 [ Medium
DSCP 32, C54 [ Medium
DSCP 40, €55 Real_Time

DSCP 48, CS6 Real_Time

DSCP 56, C57 Real Time

All other values Best_Effort

]

(=T - U i T - I o R — R = R - Rt R R R L T R — R — ]

-]

| Egress DOT1P Priority
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Configuring the FCoE Network Bandwidth via GUI

For FCoE enabled uplink the “FCoE_Lossless” Traffic Class has a fixed configured
value of 50% bandwidth share and max = 100% assigned.

FCoE bandwidth overview

DCBx is used to configure the

DCB settings of the CNAs.
'E. DCex
i
i Fiex 101100 - F Pt N_Por
r —-E sl - =
I p——
o VN_Por VF_Por

AP Snooping
Swi‘rcﬁ FCF
For DOWNLIMES For UPLINKS

—
Bandwidth defined by Eoteri| banthandth
SEIVER prl:r_ﬂe 50% is reserved for FCoE
canfiguration

FCoE bandwidth overview, as configured within the server profile.

FCoE HEA Connections

ot | Coneects FCSANIFCE tetwonk ae | Tipe s | Port tgmed Tiem | |maocme ron e | twin

o R i e

+ Aaa
Note: the fabrics are showing as RED/error state as the upstream switch has not
been configured to support FCoE/SAN connections, once the switch is configured
then sate of the fabrics will be green.

Summary

In this lab you changed from the default Virtual Connect QoS configuration to QoS
with Lossless FCoE. You then proceeded to configure the various queue settings
within Virtual Connect.
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Appendices — CLI Commands
Configuring the QoS Config Type via CLI

The following command can be copied and pasted into an SSH based CLI session with Virtual Connect:

# Set QoS Config Type to Passthrough
set gos Passthrough
or

# Set QoS Config Type to Custom with FCoE Lossless class
set qos CustomWithFCoE
or

# Set QoS Config Type to Custom no FCoE Lossless class
set qos CustomNoFCoE

Configuring the QoS Traffic Class via CLI

# Set QoS Config Traffic classes

set qos-class Medium Enabled=true RealTime=false Share=25 EgressDOT1P=2 MaxShare=100
set qos-class Real_Time Enabled=true RealTime=true Share=10 EgressDOT1P=5 MaxShare=10
set qos-class Class1 Enabled=false RealTime=false MaxShare=100

set qos-class Class2 Enabled=false RealTime=false MaxShare=100

set qos-class Class3 Enabled=false RealTime=false MaxShare=100

set qos-class Class4 Enabled=false RealTime=false MaxShare=100

set qos-class Best_Effort MaxShare=100

Configuring the QoS Ingress Tratfic Classitier via CLI

# Set QoS Ingress Traffic Classifier
set qos-classifier Downlinks Classifiers=DOT1P,DSCP
set qos-classifier Uplinks Classifiers=DOT1P

Configuring the QoS Ingress Traftic Mapping via CLI

# Set QoS Ingress Traffic Mapping

set qos-map DOT1P Class=Best_Effort Values="0-7"
set gos-map DOT1P Class=Best_Effort Values="0,1"
set gos-map DOT1P Class=Medium Values="2,3,4"
set qos-map DOT1P Class=Real_Time Values="5,6,7"

set gos-map DSCP Class=Best_Effort Values="AF11-CS7"

set gos-map DSCP Class=Best_Effort Values="AF11,AF12,AF13,CS0,CS1"
set gos-map DSCP Class=Medium
Values="AF21,AF22,AF23,AF31,AF32,AF33,AF41,AF42,AF43,C52,(S3,C54"
set gos-map DSCP Class=Real_Time Values="CS5,(56,CS7,EF"
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Implementing Direct Attached SAN Fabrics
Llab 6

Obijectives

After completing this lab, you should be able to:
= Implement a redundant Virtual Connect (VC) SAN fabric configuration

= Examine the status of the VC FlexFabric modules and uplink ports connecting to

the Fibre Channel switches

Introduction

In this lab, you will augment the basic VC Fibre Channel configuration you set up in
the previous lab by implementing a second VC SAN fabric that will support
redundant access to the SAN. This will enable you to see how you can create
additional VC SAN fabrics for connectivity to other SAN islands.
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Network diagrams

3PAR SAN Array

SAN-A SAN-B

Bay 1 uplinks X3 —» -+— Bay 2 uplinks X3

Physical view of the Fibre Channel connections without SAN Fabric

The Fibre Channel cables connecting your Virtual Connect FlexFabric modules to
the upstream Fibre Channel switches might already be attached. Note that only
Ports X1-X4 can be configured for connections other than Ethernet. Any

necessary switch configuration tasks will have been completed before the
beginning of class.

For this scenario, both VC FlexFabric modules are used and one uplink (port X3)
from each module are connected directly to the 3PAR Fibre Channel SAN.
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Exercise 1 — Detining Virtual Connect Direct

Attached SAN fabrics

In this exercise, you will use Virtual Connect Manager to define a Virtual Connect
direct Attached SAN connection to a 3PAR SAN. The VC SAN fabric is a
configuration element that identifies one or more uplinks of a Virtual Connect Fibre
Channel module used to connect to a SAN.

1. Open a web browser and access the Virtual Connect Manager home page.

2. From the Virtual Connect Manager home page, in the toolbar, select Define —

SAN Fabric.

Define ~ Configure ~ Tools -

Ethernet Metwark
SAM Fabric
Shared Uplink Set
Server Profile

Help

Wiein
Server Profile Wizard Al Server Profiles

Define Server Profile Azzigned Server Profiles
Serial Mumber (Logical) Settings Unassigned Server Profiles

Manage Wi
Port Monitoring Metvwork Settings
Advanced Metwork Settings ShMP Settings

Define a Metwoark
Lefine a Shared Uglink Set
Metwark Setun Wizard
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3. For the Fabric name, enter Direct-SAN_A. Add a single external uplink port by
clicking Add Port — Bay 1 — Port X3.

Note
This port is from the VC FlexFabric module in interconnect Bay 1.

Define SAN Fabric

Fabric

abric Mame abric Type
D\rect-SAN-A Fabricattach - AnUAL Auta -

Enclosure Uplink Ports

ad Port

Bay 1 | Port 13
Bay 2 >

4. Before Clicking Apply, select DirectAttach in the Fabric Type Box.

Define ~ Configure ~ Tools v Help ~

Define SAN Fabric

[ Show Advanced Settings

g - agin Re-Distribution
Directattach ~ (MR

Enclosure Uplink Ports

Uplink Po... POD-21 1 [ ocw 00:00:00:00:00:0000 Delete

Add Port

5. Click the Show Advanced Settings box and configure the Preferred and
Maximum bandwidth setts as shown, then click apply.
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Define SAN Fabric

Fabric

Show Acvanced Setlings

et - - | MNA -
Dirgct-SAN-4 Directaftach At Set Preferred FCoE Connection Spesd n

Selected Spesd: " Gh

01 Gh 8 Gh

————

Set Maximum FCoE Connection Spesd n
Selected Spesd: E 2 Gh

01 Gh 8 Gh

———%

Enclesure Uplink Ports

Uplink Po... POD-21 1 [ oce 00:00:00:00:00:00: 00 Delete

Add Port

6. In the Define SAN Fabrics window, click the + Add link. To define the second
fabric.

Define v Configure v Tools v  Help v

SAN Fabrics
bric Fabric Type ‘ Login Re-Distribution “ort Status Col cted To Enclosure ctior
0 SAH-A FabricAttach MARNUAL ° BGh 10:00:00:05:33:53: 5c:ad POD-21 1 kAl Edt |+
° BGh 10:00:00:05:33:53: 5c:ad POD-21 1 H2
0 SAN-B FabricAttach MANUAL ° BGh 10:00:00:05:33:51:49:5d POD-21 2 kAl Edlt [+
° BGh 10:00:00:05:33:51:49:5d POD-21 2 H2
0 Direct-SAH-A Directattach M2 ° BGhb 20:51:00:02 7c:00:15: 2 POD-21 1 X3 Edltt [+
+ Add

7. For the Fabric Name, enter Direct-SAN_B. Add a single external uplink port by
clicking the Add Port window Bay 2 — Port X3.

Note
This port is from the VC FlexFabric module in interconnect Bay 2.

Click Add to save your changes.
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Define + Configure v Tools ~ Help v

Define SAN Fabric

| Fatoric Typs | Login Re-Distribition

FahricAttach - ‘ AL

Enclosure Uplink Ports

Add Port

Bay 2 # [Paort X3

8. Before Clicking Apply, select DirectAttach in the Fabric Type Box.

Define SAN Fabric

Fabric

Fabric Name | Fabi: Tonm |' Login Re-Distribution Con - [ Show Advanced Settings
Diect-S4H-4 Directattach - |l P -]

Enclosure Uplink Ports

Uplink Po... POD-21 1 [ ocw 00:00:00:00:00:0000 Delete

Add Port

9. Click the Show Advanced Settings box and configure the Preferred and
Maximum bandwidth setts as shown, then click apply.
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Rev. 1.1

Define + Configure v Tools v Help ~

Define SAN Fabric

Fabtric

Dirgct-S4N-B Directattach - (M

e

Show Advanced Settings

Auta A

Set Pretferred FCoE Connection Speed n
Selected Speed, = ch

01 Gh & Gh

Set Maximum FCoE Connection Speed n

Selected Speed Gh

01 Gh &Gh

9

Enclosure Uplink Ports

Uplink Fo... POD-21 2 [0 osh  0G0000:00:000000 Delete

Add Port

10. Confirm both the new DirectAttach SAN Fabrics have been created and are

connected.
Define ~ Configure v Tools ~ Help +

SAN Fabrics

| Login Re-Distribution

7] SAN-A Fabricattach MANLIAL

@ 8o
@ sow
& sauB FaboricAttach MANLAL [T
@ Bob
@ Direct-SAH-A Directaftach @ sew
@ Direct-SAN-B Directaftach @ son

A0:00:00:05:33: 53 5 ad POD-21

10:00:00:05:33: 53 5c:ad POD-21

A0:00:00:05:33:51: 49:8d POD-21

A0:00: 000 05:33:51: 498l POD-21

20:51:00:02 800015 2c POD-21

2:51:00:02. 80001 5. 2c POD-21

1 ¥4 Ecitt [~
1 2
2 1 Edit [+
2 w2
1 *3 Edit [+
2 *3 Edt [+
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Exercise 2 — Examining the status of the VC
FlexFabricl module and uplink ports

1. In the Hardware Configuration section of the navigation pane, expand
<enclosure-name> > Interconnect Bays. Then click the link for Bay 1.

Domain Status =] Define ~ Configure ~ Tools ~  Help ~

© © V¥V 4 4 © 4| |nterconnect Bays

Domain 0 L] o o o 0
Status

Wiew Legend
Interconnest Bays Status
Find Configuration ftems. 2
Status:
Domain Settings EIE Rack Hame: RACHK-1
Configuration Enclosure Hame: FOD-21
IP Address
Enclosures Interconnect Bays Summary
Firmware Version:
BackupRest - -
ackupiestore Bovi(LASAN Dok @) HPVC FlexFabric 105k:24-Por Modie gn  3.302071-05-25T035223Z
st Mgmt Credential: = —
orage Mot Credentials Bay 2 (LAN+Sﬁ Dok @ HPVC FlexFabric 105h24-Port Module fgn  3302011-05-25T0352 231
SHMP C i :
System Log

Stacking Links
UsersiAuthentication
Ethernet
B Fibre Channel
WWH Settings
Server Serial Humbers:
Server Profiles
Ethernet Networks
Shared Uplink Sets
SAH Fabrics
Hetwork Access Groups
Hardware Overview
& pon-21
Interconnect Bays

Device Bays
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2. From the Uplink Ports tab, Examine the status of the FlexFabric interconnect
module. Scroll down to the Uplink Information (FC) section to view the status of
uplink port X3 of this VC FlexFabric module.

Define v Configure v Tools » Help ~

Bay 1 (HP VC FlexFabric 10Gb/24-Port Module)

General information | [ Aae 0] MAC Address Table | IGMP Multicast Groups

Uplink Port Information (| Enet )

Label | Network(s) | Status Connector LAG Connected To Detailed Stats /
Type 11} Info

Port FCoE-SUS1-A i) oK Linked/Active/FCoE 10 Gb SFP-DAC 26  POD21 (Ten- Detailed Stats /

x4 Active GigabitEhernet1/0/1) Info

Port POD21-5US1- O oK Linked/Active 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats /

X5 A GigabitEthernet1/0/2) Info

Port POD21-SUS1- i) oK LinkediActive 10 Gb SFP-DAC 25 POD21 (Ten- Detailed Stats /

X6 A GigabitEthernet2/0/3) Info

Port Linked 10 Gb SFP-DAC VeD_fb5e574c3070 (X7) Detailed Stats /

X7 Info

Port Stacking Link i) gk Linked 10 Gb Internal 27 VCERXTW21120011 (X8) Detailed Stats /

X8 Info

Uplink Port Information { FC )
Connector Status
Logged In

Connected To
A10:00:00:05:33:53:5¢c-ad

Detailed Stats / Info

20:00:00:11:0a02:2adc . SAN-A

X2 20:01:00:11:0a:02-2adc_ SAN-A 8@ Logsedh -33:53:5C

R

X3 20:02:00:11:0a:02:2a:dc  Direci-SAM-A 3 Gb Logged In 20:51:00:02:3c:00:15:2¢
-

Notice the WWN that is assigned to each uplink port of the Fibre Channel
module port, which is listed in the WWN column. The WWN of the upstream
Fibre Channel switch is listed in the Connected To column for the Fabric
Attached Fabrics and the controller port address of the 3PAR is shown for the
Direct Attached fabric.
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Exercise 3 — Modifying a Server Profiles to Connect

to the SAN

Rev. 1.1

In this exercise, you use the Virtual Connect Manager (VCM) to modify the server
profile created in lab 1. When modifying a server profile on a VC Ethernet module
that will be used with a server supporting FlexFabric ports (or NICs), you have the
option of allocating bandwidth across one to four NICs, or one to three NICs and a
FC HBA. In this exercise, you will edit the existing profile and ADD SAN connections,
and then configure those connections for Boot to SAN.

1. Open a web browser and access the OA for your POD, verify the servers in
Bays 1 and 2 are shutdown.

2. Open a web browser and access the Virtual Connect Manager home page and
log in using the admin account created in lab 1.

3. In the left tree view, under connections, click on server profiles.

4. Your profile should be shown in the right pane, select the profile and edit it.

O T

G fmnsas W server Profiles aE

@ ¥ . A 00
I L] . L o . "

)
Domain Setlings R

Configurstion

Show, | Server Profies |- |

VC-DEFINED VC-DEFINED

" Address
Faelasures
Backup Restonn
Storage Mg Credemiials
SHMP Configuration
System | g
Stackiny Links

B v siusthentication

B Fthernet

B Fitwe Charnet

Sewwer Sovial Hurdines

Shared Uplink Sets

SAN Fahries
Hetwork Aceess Groups
Dwerview

PODAE

o+ asd

5. From the Edit Server profile page, under FCoE HBA Connections, for Bay 1
select SAN-A and for Bay 2 select SAN-B. The speed should default to 4Gb
Min. and 8Gb Max.

Port | pqy FC SAN Name
1 1 Direct-SAN-A
1 2 Direct-SAN-B

6. In the FCoE HBA Connections section, assign the information listed in the
following table.
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Note: For the blade server you are working with, Port 1 corresponds to FlexNIC 3 (LOM:1-b)
and Port 2 corresponds to FlexNIC 4 (LOM:2-b).

FCoE HBA Connections

CaE hetwork Name Mapping

1 Bay 1 Direct-8AN-A BAN &  PREFERRED 4 Gh- & CA006:08:00:00:C2B2:00 00-17-A4-77-60-00 LOM:1-h== Bay 1:d1:v2

2 bBay2  Direct-SAN-B SAN & PREFERRED 4 Gh-8C5006:08:00:00:C2B2:02 00-17-A4-77-50-01 LOM:2-b == Bay Zid1v2 Delete

7. In the Assign Profile to Server Bay section, click the down arrow and then click
PODnn > Bay 1 (Proliant 460c Gen?).

8. Then click Apply to save the changes to the server profile.

Edit Server Profile: PoD-21.01

1 DetaatbVLANA € FREFERRED 406010 G0 USEBIE  None DDA 7oA TT500F LOM: -3 5= Bay 1:d1v1

2 DefslVLANE O PREFERFED 460106 USEE0E  Mone 001 7-A4-T1-50.04 M35 => Bay Td1 v

| 18281 HBA Connections =
ET e —r— =

| Fook HE Connsctions =
[ Connach FC SAH IFCof Network Hame

1 BW1 DiecaANA san ©  PREFERRED 406 0CSI050R0000.CIH200 W1TAITS000  LOMI-B=s B 101N

2 Bl DimctEANE an D PREFERRED 4060 8 CS0060B.00,00028202 AT TS0 LOM 2b=> Bay a2 uite

9. Examine the Mapping column for the Ethernet and FCoE connections.

Notice that LOM:1-a and LOM:2-a are mapped to the two Ethernet FlexNICs, and
LOM:1-b and LOM:2-b are mapped to the two FCoE FlexHBAs.

Also, notice the Allocated Port Speed column for the FlexNICs and FlexHBAs now
shows a Preferred or Min. speed and a Maximum speed. The FlexHBA connections
have an initial bandwidth allocation of 4 Gb and can burst to 8Gb. The NIC is
configured for 4Gb and could burst to 10Gb.

10. Click Cancel to close the Server Profile window.
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Exercise 4 - Power-on the Server and Verify SAN

Connectivity

Rev. 1.1

In this task, you use the Onboard Administrator (OA) management interface to

examine the status of the server in bay 1. You then power on the server to cause the
server profile to be activated. You also examine the IP addresses assigned to the

FlexNICs through DHCP.

1. Go to the browser window you have for the OA.

2. In the navigation pane, click Enclosure Information > Device Bays > 1 to view

the status of the server blade in Device Bay 1.

3. Click the Information tab.

Wizards+ Options« Help »
Device Bay Information - ProLiant BL460c G7 (Bay 1)
T | ot

Device Information

Blade Type Senver Blade
Manufacturer HP

Product Name ProLiant BL460c G7
Part Number 603718-B21

System Board Spare Part 605659-001
Number

Serial Number USE1159329

Serial Number (Logical) VCX0000V00
37333036-3831-5355-4531-313539333239
UUID (Logical) TFEAACDS-92EA-42B0-9D29-B26528F6B1B0
BIOS Asset Tag

Server Name

127 05/05/2011

Server I normation

FlexFabric Embedded Ethemnet

Ethemet FlexNIC LOM:1-a  00:17:A4:77-7C:02

FCoE FlexHBA LOM:1-b  50:06:0B:00:00:C2:DE:00
Ethernet FlexNIC LOM:1c  98:4B:E1:71:73:BA
Ethernet FlexMIC LOM:1-d  98:4B:E1:71:73:BB
Ethernet FlexMIC LOM:2-a  00:17:A4:77:7C:04

FCoE FlexHBA LOM:2-b  50:06:0B:00:00:C2:DE:02
Ethemnet FlexNIC LOM:2-c  98:4B:E1:71:73:BE

Ethemnet FlexNIC LOM:2-d  98:4B:E1:71:73:BF

4. Examine the server NIC information.

Notice that all 8 connections are represented here, 6 FlexNICs and 2 FlexHBAs.
The other 4 FlexNICs that you did not explicitly configure are presented to the
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blade server Operating System. These additional 4 LAN Connections that would
appear in Windows, or vmnics in VMware ESXI, can be ignored.

5. Click the Virtual Devices tab. At this point, the server is powered off, which
allowed you to assign the server profile previously.

Virtual Devices Boot Options IML Log

“irtual Poweer

The server in this bay is currently Off

Momentany Press‘h

6. Click Momentary Press to power on the server.

You can also access the Virtual Power feature through the Virtual Connect
Manager interface, but going through the OA also gives you easy access to the
Remote Console functionality of the HP integrated Lights-Out (iLO).

7. To access the Windows Server console, in the navigation pane of the OA, click
iLO under the folder entry for Device Bay 1.

Wizards ~ Options ~ Help ~
iLO - Device Bay 1
Processor Information Event Log

Management Processor Information
ILOUSET 159329

Address 172.207 102

MAC Address 95:48:E1:5EF1:43
iLO3

Firmware Yersion 128 Jan 13 2012

iLO Remate Management

Clicking the links In this section will open the requested JLO sess,
require an JLO nsername or password to be entered.

I vour browser seltings prevent pew popup windows frorm opening,

‘Web Administration
Access the iLO web user interface.

Integrated Remote Console
Arccess the gystem KWW and control Yirtual Power & Media from a
Please note: this may not be supported on all operating systems. Ple

Remote Console
Access the system KM from a remate console. This requires a Ja
may not be supported on all opersting systems. Please check offici

8. In the iLO Device Bay window, perform one of the following actions.

1) If you are using Internet Explorer, click Integrated Remote Console.

2) If you are using Firefox, click Remote Console.
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Eﬂ ProLiant - 172.20.7.102
Power Switch  Virtual Drives  Keyboard Help

HP Proliant

Proc 1: Intel(R) Xeon(R} CPU E5630 @ 2.53GHz

QPl Epeed. 5.8

HP Pawer P Mode: Balanced Power and Performance
Power Regulator Mode: Dynamic Power Savings

Advanced Memory Protection Mode: Advanced ECC Support
Redundant ROM Detected - Th stem contains a valid I:ucn:l::up system ROM
Inlet Ambient Temperature: 16C/60F

Emulox 10Gb UNDI, PXE-2.0 BIOS v4.1.402.8
Copyright (C) 2006-2012 Emulex Corporation

Controller Status: Init done Cun'iguring Emulex Controller Using DMTF CLP

ption ROM m

F? = Selup F11 = Boot Menu
1024 x 768 POST Code: FE2C I I ¥ I » I [ 4 RC4 200

To verify the Emulex BIOS configuration was modified by the Server Profile you
examine the settings applied to the adapters by Virtual Connect. During the POST
processing stage, you will see a prompt to “Press any key to see POST Messages.”

Note: It is important to watch for the message and respond or you will have to go through
the boot process again.

9. Press the <Space> bar or any other key to view the Option ROM messages.
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-!';l‘? ProLiant - 172.20.7.102
Power Switch  Virtual Drives  Keyboard Help

Controller#® Port#l Base OxFBCA b at g:0Z2 Dev:00 Fun:00
Controller#@ Port#Z xFBC at Bu 2 Deu Fun:01
Initializing ...Done.

Emulex OneConnect E BIOS, Version 4.03a0
Copyright (c) 199 Z Emulex. All rights reserved.

ng CLP data for CNA boot targets and port enablement.
Installing Emulex BIOS

F9 = Jetup>
720 x 400 POST Code: FE2C o] ‘& RC4 0e®

10. Watch for the Emulex OneConnect FCoE BIOS messages.

11. Press <Alt>-e or <Cirl>-e as instructed on the screen to access the Emulex BIOS
configuration utility.

This utility displays and saves changes when selected.
You will be prompted to reboot for all changes to take effect.

Emulex Adapters in the System:

1. NC553i: Bus:0Z Dev:00 Func:02 WWPN: 50060BOOOOC27600
2. NC553i: Bus:0Z Dev:00 Func:03  WWPN: 50060B0000CZ7602

World Wide Port Numbers assigned by Virtual Connect
First two WWPNs from your VC-DEFINED range

Enter <Esc> to exit <PageDn> to Next Page
{t/1> to Highlight, <{Enter> to Select

12. Highlight the top adapter using the keyboard arrow keys and press <Enter> to
view its configuration.
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JJD' Proliant - 172.20.21.102 M=l
Power Switch  Virtual Drives  Keyboard Help

@1: NC553i: Bustt: 02 Devtt: 00 Funct:@ 02
Mem Base: FBCOOOOO Firmware Version: 4.1.450.7 BIDS: Enabled
Port Name: 50060BOOOOCZBZ00 Node Name: 5S0060BOOOOCZBZ201
Ulan ID: 1001 DCBX mode: CEE mode

EnablesDisable Boot from SAN

Scan for Target Devices

Reset Adapter Defaults

Conf igure Boot Devices

Conf igure DCBX mode

Conf igure FCF CEE Parameters
Configure FCF CIN Parameters
Configure Advanced Adapter Parameters

Enter <Esc> to Previous Menu
{ts1> to Highlight, <Enter> to Select

720 x 400 ] ..I- aI 3} R4 200

13. Arrow down to Configure Boot Devices and press <Enter> to view its
configuration.

#p ProLiant - 172.20.21.102 |_ (O] x|
Power Switch Virtual Drives  Keyboard Help

01: NC553i: Bustt: 02 Devit: 00 Func#: 02
Mem Base: FBCOOOOO Firmware Uersion: 4.1.450.7 BIOS: Disabled
Port Name: 50060BOOOOCZBZ00 Node Name: 5SO060BOOOOCZBZ01
Ulan ID: 16001 DCBX mode: CEE mode

Devices Present on This Adapter:

01. DID:110200 WWPN:20510002 ACOO15ZC LUN:00 JPARdatall

Enter <Esc> to Previous Menu

720 x 400 e ,.I- .-I (5] RC4 908
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14. Compare the WWPN displayed with the value you entered for Port 1 when you
configured the Boot from SAN settings in the server profile.

15. Press <Esc> twice to return to the Emulex Adapters in the System menu.

This utility displays and saves changes when selected.
You will be prompted to reboot for all changes to take effect.

Emulex Adapters in the System:

1. NC553i: Bus:02 Dev:00 Func:02 WWPN: 50060B000OCZ7600
2. NC553i: Bus:02 Dev:00 Func:03  WWPN: S50060B0000C27602

Enter <Esc> to exit <PageDn> to Next Page
{t/4> to Highlight, <Enter> to Select

16. Use the arrow keys to choose the second adapter and repeat the previous steps
to view the WWPN of its target controller.

JJD' Proliant - 172.20.21.102
Power Switch  Virtual Drives  Keyboard Help

1S[=] E3

02: NC553i: Bustt: 02 Devtt: 00 Funct:@ 03
Mem Base: FBBAOOOO Firmware Version: 4.1.450.7 BIDS: Enabled

Port Name: 50060BOOOOCZBZ02Z Node Name: 5S0060BOOOOCZBZ203
Ulan ID: 1001 DCBX mode: CEE mode

Devices Present on This Adapter:

01. DID:120Z200 WWPN:Z21510002 ACEO152C LUN:0O JPARdatalV

Enter <Esc> to Previous Menu

720 x 400

sl &) Red X JC]
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17. Compare the WWPN displayed with the value you entered for Port 2 when you
configured the Boot from SAN settings in the server profile.

18. Press <Esc> three times to display the reboot prompt.

Your changes have been saved.

Reboot the system for all changes to take effect.
REBOOT THE SYSTEM? (Y,/N):

19. Then type “Y” to reboot the system.

20. Go back to the OA and shut the server down.

Summary

During this lab, you defined a pair of Direct Attached Virtual Connect SAN fabrics to
a 3PAR array. You were able to connect to that array through the HBA in the server
and see the controllers on the fabric. The next step could be to configure Boot to
SAN and install an OS, or simply connect to and mount a LUN from a locally
installed OS.
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